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Domains & Bricks

In the Gartner Strategic I.T. Plan (Jan. 7, 2002) for Maine State Government, a Brick is defined as a discrete component of the I.T. architecture that is purchasable in the vendor marketplace of products. Inter-related Bricks are aggregated under Domains, which are the topics or broad subject areas of the I.T. architecture. Note that this taxonomy is constructed entirely for convenience. It is likely that in the future, existing Domains may be split into new, more specialized Domains. It is also possible, although less likely, that existing Domains may be combined into new, more generalized Domains. The vision of the Strategic Architecture Committee is to create a To-Be Roadmap corresponding to each Domain. Whereas the Bricks are product-oriented, the To-Be Roadmaps are meant to articulate a clear path from the As-Is state to the To-Be state, in terms of overall technologies and standards. The current listing of Domains, and the individual Bricks underneath them, are as follows:

Data Domain: Consists of all database-related technologies, including reporting tools, access methods, etc. Individual Bricks include the following:

· DBMS
· Reporting Tools

Commodity Applications Domain: Consists of utility applications that are of wide usage, purchased as COTS products, and implemented with minimal customizations. However, they may require variable levels of dedicated configuration. Individual Bricks include the following:
· Office Package (Word Processor, Spreadsheet, Small Database, and Slide Presenter)

· Email

· Document (Unstructured Content) Management
· Web Content Management

· Web Content Authoring

· Collaboration Tools

· Instant Messaging

· Job Scheduler

· Issues Tracker
Applications Development Domain: Consists of everything that is required to create and maintain dedicated applications (including dedicated GIS applications). Individual Bricks include the following:

· Software Configuration Management
· Integrated Development Environment
· XML Editors
· Build Management (a.k.a. Make) Tools
· Database Tools

· Mobile & Handheld Device Applications
· Data Modeling Tools
· Testing Tools
· Object-Relational Mapping Tools
· Programming, Scripting, & Markup Languages
· Geographic Information Systems (GIS) Toolkits

· User Interface Framework
Integration Domain: Consists of the tools and infrastructure required to integrate and interface among Domains. Includes only one Brick:
· Enterprise Service Bus
· UDDI Service Directory

Infrastructure Domain: Consists of servers and their operating systems, storage, file & print servers, application/web servers, terminal services, LDAP, etc. Individual Bricks include the following:

· Server Hardware

· Server Operating Systems

· External Storage

· Backup (Disaster Recovery)

· Terminal Emulator

· Hypervisor (Virtualization)

· Desktop/Laptop Hardware

· Desktop/Laptop Operating Systems
· Archiving

· Personal Devices

· Mobile Outlook Client

Network Domain: Consists of LAN and WAN protocols, topologies, wiring, etc. Individual Bricks include the following:

· DNS-DHCP-WINS

· Firewalls
· Remote Access

· Routers

· Switches

· VOIP

· Conferencing

· Proxy Server

· Network Monitoring & Configuration

· Wireless

Security Domain: Consists of integrity, e.g., protection from malicious code and viruses, non-repudiation, and privacy. Individual Bricks include the following:

· Application Authorization

· Audit & Logging

· Anti-Virus, Malware, and Endpoint Protection

· Physical Security

· Remote Administration

· Secure Email

· File Transfer

· Vulnerability Assessment Tools
Authentication: Consists of a unified methodology to authenticate users to applications, computers, and networks. Individual Bricks include the following:

· Internal Identity/Authentication

· External Identity/Authentication 

· Internal Directory/LDAP

· External Directory/LDAP 
Web Publishing: Consists of namespaces, hosting options, web/application servers, etc. Individual Bricks include the following:

· Internet Domain Naming

· Intranet Domain Naming

· Internet Publishing Options

· Intranet Publishing Options

· Web/Application Servers

In order to ensure that the Domains actually do cover the entire Technology stack, without leaving any gaps, and to represent the inter-relationship among Bricks and Domains, here is a visual aid:
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Note that a Domain may cut through more than one layer of the Stack. Thus, the Data Domain encompasses the Database, which is a Core Service, as well as Data Warehouse and Reporting Tools, which are Commodity Applications.

Evergreening is the process by which IT architecture is continuously updated in order to maintain its long-term integrity. Updates are triggered primarily by market events, such as introduction of new products, withdrawal of old products, mergers & acquisitions, etc. Every update should be seized as an opportunity to review entire Bricks as a whole, including potential dependencies on other Bricks, To-be Roadmaps, etc. Irrespective of market events, all Bricks should be reviewed at least once per annum.
Baseline Technology is that which is approved and supported for current usage.
Mainstream Targets are the primary candidates for deployment in about two years, subject to further review and acceptance by the CIO. These are the most likely candidates for future investment.

Retirement Targets are the candidates for the soonest possible disinvestment. 

Tactical Deployment candidates are those that may be piloted during the next two years, by permission of the CIO, in the absence of defined Mainstream Targets. This is to satisfy a near-term business need in the absence of a primary candidate for future deployment.

Strategic Direction consists of secondary candidates for deployment in about four years, where, depending on market trends, they may become more viable than the Mainstream Targets. But these still subscribe to the same technology and revenue model as Mainstream Targets.

Containment Targets include candidates where current usage is accepted, but not further proliferation. Stakeholders should start creating plans for disinvestment within four years. For waiver, stakeholders may submit a request to the CIO, stating the business requirements and identifying a potential support model.

Emerging Technologies include candidates that encapsulate new technologies and/or revenue models that could potentially disrupt the Strategic Direction in about four years. Stakeholders may undertake R&D evaluation by permission of the CIO.
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