RFP #200808285 

Integration Platform to Support the Maine Justice Information Sharing Architecture 

Answers to Submitted Questions as of November 7, 2008


1) Is the project fully/partially funded thru the NCHIP Grant?  

None of this funding is through the NCHIP Grant.
2) Would you happen to know what the estimated cost for the project is?  

We do not know the estimated coast for the project.
3) Has there been a specific dollar amount set aside?
Yes, a specific dollar amount has been set aside, but we are not going to be disclosing the amount.  It’s from a number of different funding sources and it is secure at this point. We don’t anticipate anything happening to it other than spending it on this project.
4) What current relationships does the Department of Public Safety have the state or local vendors?

We have a number of relationships with vendors.  We’ve worked on projects with several vendors in the past and we currently have vendors working on projects that are in progress.  We have vendors who are currently doing maintenance work on some of our applications.  None of those vendors have been conferred with about this project other than SEARCH.
5) Do you know a general budget amount for this project?

Please see previous questions and answers.

6) Please explain this paragraph…are you saying that there will be 3 months from the date of contract to get the project up and running? (Page 19-20 of the RFP)

4.3 Installation, Configuration, and Staff Training

Offeror must provide for installation and configuration of all integration platform components, for both a production instance and a test instance, described in Section 4.2, as follows.

Within one week of the State of Maine’s selection of a successful offeror and negotiation of a contract, the State of Maine and the offeror will determine a date within three (3) months of the date of contract execution to begin acceptance testing.  The contract will explicitly acknowledge that the state’s purchase of services and products from the offeror will be contingent on acceptance.
Yes, the State and the successful Offeror will determine the start date of the Acceptance Test during contract negotiation.  That start date will fall within 3 months of the date of contract execution.   
7) 1.1 Background
· Refers to accurate and timely information.

· What is the update frequency for each of the interfaces?
The language in Section 1.1 is intended to be a general statement about the desired state of justice information sharing that practitioners in the field would have accurate and timely information.  So the language there is not referring to an update frequency for each of the interfaces.  The update frequency for interfaces once they’re established will depend on the interface.  
· Does this refer to the currency of data or does it refer to the responsiveness of the system? 
The answer is both.
8) 1.2. Purpose of the RFP

· To acquire an integration platform and related support services 

· Have you identified which applications might be in scope of this phase of integration?  
If you look at the architecture there’s a section in the architecture entitled Provider and Consumer System Guidelines.  It starts on page 31 of the version of the architecture that was published with the RFP.  There’s a list of the initial envisioned systems in that section.
· Can you list applications with their brief description and the hosting environment?

Again that same section in the architecture entitled Provider and Consumer System Guidelines provides the information that the State thought was relevant in terms of description and hosting environment.
9) 2.5 Proposal Form and Content

· Is the State willing to consider alternates to the irrevocable letter of credit?

· If so, which alternates would suffice?
The State is not willing to consider alternatives to the Irrevocable Letter of Credit.  Please refer to the revised posting of Appendix B “BP54-EO-IT” with the RFP on the Department of Public Safety’s website.  Please keep in mind that this document in Appendix B is given as an example/guidance of the standard State contract for technology related contracts and as such contains options for 12.7ACCOUNTING, RECORDS AND AUDIT, 44. PRICE PROTECTION and 45. IRREVOCABLE LETTER OF CREDIT.  The dollar amount of this “Irrevocable Letter of Credit” will be discussed during contract negotiations.
10) Reference RFP Section 3.17  Irrevocable Letter of Credit

· Requirement: An Irrevocable Standby Letter of Credit (L/C) acceptable to the Department of Public Safety will be required by Department to assure the successful Offeror’s faithful performance to the specifications and conditions of the contract...

 

· Question - The purpose of this requirement is to deliver financial assurance to the Department that the winning vendor is fully committed to the successful completion of the project.  Would the Department be willing to consider an alternative offering that is designed to accomplish the same objective?  For example,  the Department might elect to retain 10% from each billable milestone so that the winning vendor must reach final acceptance from the Department in order to collect monies owed – including retained funds.

Please see the answer to Question 9.
11) 3.2. Contract Elements

· What is the expected project change control process?

This is addressed in the last paragraph of Section 3.2.   Basically there will be a change package program or format we will be following, and it will include Scope of Work and budgetary impact.  Both parties must sign off on it, and it will then become an amendment to the original contract.
12) 3.5. Successful Offeror Responsibilities as Prime Contractor

· Will this include both software and hardware components.  For hardware, would the state consider dealing directly with the hardware vendor on equipment and support issues?

The State will deal directly with the hardware vendor and supply the hardware for the project.  The Offeror must specify what platform, operating system and all other software requirements that are needed.  The Offeror should also indicate whether a dedicated system or shared system may be used, including any comments regarding anticipated software conflicts if any.  In general, the state seeks to utilize existing servers, by adding the integration software, if feasible, to minimize the cost of operating and supporting additional platforms.  
13) 4.2.8. Hardware Requirements 
· Are there any budget requirements constraining the given budget years for hardware purchases?  
Funding is in place for the State to purchase hardware.

· Will all of the hardware be procured at the same time, or just when it is needed? (E.g. purchase by development hardware first, several months later purchase test”
The platforms will be acquired as needed per the project plan.   The state anticipates implementing a combined development/test environment and a separate production environment.  
· Are there any extended warranties required?
The state shall contract for hardware support and extended warranties as needed.
· Will the State manage its own SAN requirements?  If not, are those requirements identified elsewhere in the document?
Yes, the State will manage the SAN requirements.

· Are licenses such as Oracle to be included in the cost estimate, or will this be managed by the State?
Database software licenses shall be managed by the state.  Per previous answers, the Offeror must indicate its platform requirement with all needed software to be installed on all needed hardware.  The Offeror’s response should detail where the integration software is required so the state can understand how many software licenses are required.
· Will the State provide the environmental requirements?  Space availability etc. 

Yes. 

14) 3.7. Project Manager

· Will there be a project manager provided by the state for State related activities?
A project manager will be provided by the State for state related activities.

15) 3.9. Authority of the Maine State Police

· What document review process will be required?

· Will there be a State governing board that will serve as an escalation point for internal/external issue resolution?
As outlined in Section 3.9, the State Police is the final decision maker in any discussions or for any decisions that need to be made.
16) 4.2. Integration Platform to Support Service Interaction

· Is this a flow through process without a requirement for storing transactions?
Based on our understanding of what is meant by “flow-through process” yes, there is not an expectation that the integration platform itself would be storing any transactions except where necessary to support the store and forward capabilities of reliable messaging.  That’s not to say of course that some capabilities of the systems that connect to the platform would not be storing information that results from transactions.

· Does the state expect a phased implementation by application, or a flash cut of all applications?
Yes—a phased implementation.

· What are the back up and recovery requirements?  Will separate hardware be required?  If so, what are the recovery expectations?

There’s no expectation that any elements in the platform itself will require backup and recovery.  So no separate hardware is required.
17) 4.2.1. Overview of Integration Platform Architecture and Features
· What are the support expectations? Will the vendor transition the new system to State personnel for maintenance?  
Those issues are clearly laid out in section 4.3 of the RFP Installation, Configuration and Staff Training and also section 4.5 Support and Maintenance.  The expectation is that the vendor will transition the platform to the State personnel for maintenance and in particular that is addressed in Section 4.3.3 Training of State Staff where it says “the offerors response must document and describe how the offeror will provide all necessary training to appropriate staff of the State of Maine to enable staff to install, configure and maintain, manage and operate the platform software.”

· Based on the existing state competencies, is there a preferred set of tools?

The State’s required environment is laid out in Appendix H of the RFP. (Please see the updated Appendix H State Of Maine Information Technology Environment) Other than that we’re looking for the vendors to state what any required or preferred tools for working with the platform would be.
18) 4.2.2. Service Containers 

· Offeror’s response must describe how it provides for the Reliable Messaging Source (RM Source) and Reliable Messaging Destination (RM Destination) components required by the Web Services.

· Do you have list of messages that need to be exchanged? Can you list them with their brief description?
No, not at this time based on the previous answer where we said “yes there will be a phased implementation approach”; those messages will be identified in accordance with the process laid out in the architecture as projects and business drivers arise.

· What is the status of existing documentation?  
We assume that means “documentation about existing messages”;  so there isn’t any existing documentation other than what we have provided in the architecture document.

· Is there complete information available defining the current system. 
There is really no current system that covers the full scope of what’s called for in the RFP.  So the answer is no.
· Will the new system be modeled after existing data flows? Will new data flows be defined?
The answer is both depending upon the situation
· Are these messages processed as “flow through” or is it required to maintain the data and related transactions?  (Or are there special audit reports required for the unique types of transactions.)
The answer to the first question is the same as a prior question mentioning “flow-through” process.  We haven’t identified any special audit reports required for unique types of transactions
19) 4.2.3. Message Transport

· Offeror’s response must explicitly address how it provides for each and every service interaction requirement defined in the Web Services Service Interaction Profile, referenced in the MJISA

· Will state provide Web Services Service Interaction Profile for every service integration in the scope of this RFP?
The answer is yes, but we will add that the idea of the service interaction profile is that it establishes the web services protocols and standards used for all interactions between consumers and services so there won’t be a separate one for every service.

· Will the message transport mechanism be standard for all interfaces, or will this vary?
The expectation is that the service interaction profile is recognized by the architecture and define interactive mechanisms.  So the answer is no, it will not vary.

· Are there existing IEPDs or will new ones be defined?  Who will be responsible for creating the IEPDs if they are not already available?
The answer is as service specifications are developed, based on project needs or demands, IEPDs will be developed as part of the service specifications.  So there are no existing ones and new ones will be defined.
20) 4.2.4. Consumer Connectivity
· Are the authentication requirements different for each system, or is this standard?
Each system that will be a consumer or provider system will perform its own authentication.  Offerors should note that the Web Services Service Interaction Profile identifies a mechanism that provides for the transmission of user attributes (including identity) between a consumer and a service, if the provider system or any intermediaries require such information.

· API’s are referenced here.  What are the unique user interface requirements?  Will this be supported via a web application only or will a client version also be required.  If two methods are required, will the functionality provided by each be the same, or will the client have more robust capabilities?
There aren’t any unique user interface requirements.  We don’t really understand what the second part of this question is about – the consumers that will consume services through the architecture could be in virtually any application architecture: web application, a client server architecture, none of those would be precluded.  We are not sure what client is being referred to in the third part of this question – again the systems that will participate in the architecture could be in virtually any application or architecture.  The section that we previously referenced as the Provider Consumer System Guidelines should give you an indication of the application architecture for those systems we would anticipate initially participating.
21) 4.2.5. Intermediary Support 

· Whether the developer or analyst must use offeror’s or integration platform product vendor’s tooling to create intermediaries, or whether other tools can be used

· Do you have a list of tools and products currently used at state which can be available for this RFP requirement?
The answer is nothing that isn’t already listed in Appendix H.  (Please see the updated Appendix H State Of Maine Information Technology Environment)
22) 4.2.6. Adapters 

· Is any existing adapter available to be reused for this RFP requirement? 
The answer is no.
· Can you list the adapters name with their brief description?
No, but again some of the information is available in the Provider System Consumer Guidelines section of the architecture.
23) 4.2.8. Hardware Requirements 
· Are there any budget requirements constraining the given budget years for hardware purchases?

· Will all of the hardware be procured at the same time, or just when it is needed? (E.g. purchase by development hardware first, several months later purchase test”

· Are there any extended warranties required?

· Will the State manage its own SAN requirements?  If not, are those requirements identified elsewhere in the document?

· Are licenses such as Oracle to be included in the cost estimate, or will this be managed by the State?

· Will the State provide the environmental requirements?  Space availability etc. 
See the answers to question #13.

24) 4.3. Installation, Configuration, and Staff Training

· What is the division of responsibility of the services the vendor will perform, versus what will be performed by the State personnel?
Again we refer you to Sections 4.3 and 4.5 of the RFP and Section 4.4 that covers acceptance testing 
25) 4.3.3. Training of State Staff
· What type of manuals will be required?  Must this be printed or is online help sufficient?

As long as the online manual is printable, that would be fine.

26) 4.4. Acceptance Testing 

· As a condition of acceptance of the integration platform, the offeror will develop, test, and deploy an adapter that implements the service interface by providing access to appropriate functionality in the provider system.  The offeror will also develop, test, and deploy a connector that invokes the service on behalf of the consumer system. 

· Does that mean only one service interface needs to be estimated?
No, there may be multiple service interfaces as part of the acceptance test.

· Will Web Services Service Interaction Profile be available for the services need to be integrated?
Yes, and it’s not going to change from the one that’s referenced in the architecture, so it’s already available.

· Will there be a period of time where the legacy system and new systems will be run in parallel.  What is this period of time?  
There isn’t a legacy system so the answer is no.  The second part of this question is therefore not applicable.

· If vendor is not responsible for the requirements of the service, how will testing responsibilities be delineated to ensure proper accountability?
The specifications and requirements of the service that the State will develop and provide to the apparently successful offeror to start the acceptance test process will clearly lay out what the responsibilities and accountability are.

· What is the resolution process related to any WSDL/adaptor related issues?  What if changes are needed?
We haven’t defined a resolution process. Not really sure what this question is asking, again, the materials we provide to specify the scope of the acceptance test should address those issues.
27) SOM OIT Technology Appendix H

8.
Planet Press  - Can you describe what’s Planet Press and how does it fit in overall Maine state solution.
Appendix H was included to provide potential offerors with an overview of the state’s current technology operating environment and provides an explanation of Planet Press.  We do not see Planet Press being relevant to this project.  Please also refer to the section on Provider and Consumer System Guidelines in Appendix A “Maine Justice Information Sharing Architecture”, as well as the updated Appendix H “State Of Maine Information Technology Environment.”
13.
Active Directory – will all the users accounts exist in a single Active Directory?
Some systems that participate as consumer or provider systems will have user accounts in a single Active Directory instance.  See previous question about user authentication and sharing of user attributes and identity.
28) Do you require the service integration components to be Global Federated Identity and Privilege Management (GFIPM) security compliant?
The answer to this is there really is no accepted or defined notion of what GFIPM security “compliant” means.  The Web Services Service Interaction Profile that is referenced in the architecture and RFP identifies how we intend to use the deliverables from the GFIPM initiative in specifying service interfaces.

29) Do you have any Service Interaction Standards for this RFP other than what’s defined in MJISA document Appendix A?
No, if you think there some elements of service interaction that need to be handled you should articulate those and demonstrate how you would satisfy those.
30) Do you have any shared/common information sharing infrastructure for this RFP other than what’s defined in MJISA document Appendix A?

There is nothing additional beyond what is stated in the MJISA (Appendix A) and Appendix H of the RFP. (Please see the updated Appendix H State Of Maine Information Technology Environment.)
31) Do you have any repository requirements defined for this RFP other than what’s defined in MJISA document Appendix A?
No
32) Can you please define the scope and/or use case of the test service for acceptance test?
When the apparent successful offeror is selected, we will provide them with the specifications for the Acceptance Test.

33) What is the rationale behind installing test and production in four environments?

The state wishes to acquire licenses, where necessary, to support test and production versions of all the components proposed by the offeror.

34) Will the vendor be required to run acceptance tests across all four sites?
When the apparent successful offeror is selected, we will provide them with the specifications for the Acceptance Test.  The number of sites involved in the Acceptance Test will be included in the specifications.
35) How many resources would you like the vendor to train by role?
The State will not be held to a specific number, but no more than 10 roles.

36) Do you have a roadmap/plan you can share as to goals for the first 6 months of the project after acceptance testing?

The State has almost completed their Strategic Planning Process and will share this with the apparent successful offeror if necessary.

37) What is the basis of your security infrastructure (LDAP, Kerberos, Netware, etc…)?

The State uses a mix of directory and authentication techniques.  The most common authentication mechanisms are Active Directory and LDAP.  Also see Section 19 of the State of Maine Information Technology Environment (updated Appendix H).
38) Are you using any custom authentication/authorization mechanisms?

The State uses Microsoft Active Directory for internal authentication.  Authorization is managed by individual applications.
39) How is user identity propagated?

The Web Services Service Interaction Profile identifies mechanisms for a consumer to transmit user attributes (including identity) to a service.  Beyond the requirements of the SIP, the offeror should propose other tools or capabilities it feels necessary to propagate user identity.

40) Are all systems via web services or do any require custom protocols (such as socket based protocols)?
Similar answer to some of the first questions, all communications between consumers and services in the architecture will be via web services.  The components that connect the systems at each end, the consumer end and the service end, we call connectors and adapters respectively.  There’s a section in the architecture called  Provider and Consumer System Guidelines that explains, for the systems that the partners are using now, what strategy we anticipate, whether it’s FTP whether it’s socket based protocols, whether it’s screen scraping, whether it’s direct database access, whatever those mechanisms are likely to be although there’s no commitment on that.  The underlying assumption is that yes everything will be via web services between consumers and services but connecting the consumers and the service container to the system that sits behind them the protocols for doing that will be totally dependent on what the application architecture is of each system.

41) What database platforms, other than Oracle, do you currently support?  Is Oracle your preferred platform? 
The State most commonly uses Microsoft SQL and Oracle.   Oracle is the preferred platform.
42) With a mix of .Net, JBoss and Sun technology, what is your preferred development platform?

The state does not expect to be doing significant software application development, if any, with the integration platform.  See the updated Appendix H, State of Maine Information Technology Environment.

43) What is the extent of the Auditing/Reporting requirements of incoming and outgoing service calls?
There’s nothing specifically defined and we would be happy to receive any proposals from offerors that they think would be valuable in that regard.
44) What is your preferred server/OS platform?

Please see the updated Appendix H, State of Maine Information Technology Environment.

45) Are you currently implementing any kind of virtualization?

VMWare Esx is being adopted.  Other virtualization techniques are under consideration.  

46) How is high-availability/disaster recovery currently implemented?

Please see the updated Appendix H, State of Maine Information Technology Environment.

47) How many data centers do you have and what is their geographic distribution?

Please see the updated Appendix H, State of Maine Information Technology Environment, as well as the Provider and Consumer System Guidelines in Appendix A “Maine Justice Information Sharing Architecture”.
48) Section 2.10 RFP Schedule identifies November 10, 2009 as the date all answers to submitted questions are posted for Offeror review.  Will the State consider answering questions as they are submitted since the period for submission of questions is two month?  This will provide Offerors additional time to prepare the responses to the RFP for sections and content of the proposals that are impacted by the questions submitted.

Over the next couple of days we will be providing written answers to these questions and would hope to begin posting them by Monday of next week.  They will not all be posted by Monday.  All questions from potential offerors need to be in to me by November 3.  The questions will all be answered by November 10, so you have time after this Offerors’ Conference to submit more questions.

49) Does the State have a requirement to build business transactions into the application?  If so, what are the business transactions?
If by business transactions the question is referring to what we call intermediaries in the architecture then the answer is yes.  Intermediaries do implement business rules and they do exist in the platform or are deployed into the platform.  If something else is meant by business transaction the answer is no.
50) Appendix A sections titled Web Services, Service Interaction Profile, subsection Profile identifies the requirement of using GJXDM.  Will the State consider NIEM in lieu of GJXDM?

No, we are going to stay with GJXDM.
51) Most of the content in Appendix A of the RFP refers to web-services based communication.  There is no mention about FTP and the screen scrape adapters for 3270.  Can you please provide additional details on the protocol requirements for agency connectivity?

See previous question and answer.  There’s a difference between the consumer to service communications, which will be by web services, and connectivity of consumer systems and provider systems to the platform which could really be by either FTP or screen scrape adapters for 3270 or other adapter/connector mechanisms (e.g., direct database access, custom vendor adapters, etc.).  In terms of additional details, again offerors should consult the section entitled Provider Consumer System Guidelines in the architecture.  That outlines from our research what we anticipate the adaptor and connector approach technologies and protocols to be for those applications.

52) Section 4.2.5 Intermediary Support and Appendix A, section Intermediary Service Guidelines, subsection Transformer Support refer to XSLT usage.  XSLT is used to transform one payload format to another.  Since the RFP does not include information on the business transactions, we are unable to identify the requirement about the details of the XSLT response and its use.  Is the requirement to provide just a pluggable transformation engine?

The architecture says that XSLT should be used as the mechanism for specifying transformer intermediaries where practicable.  It leaves it open to other approaches which would include a pluggable transformation engine that allows those intermediaries to be specified in some other format.  XSLT is the preferred way of specifying transformers other approaches would be acceptable – we would be looking for offerors to propose those.

53) Section 4.2.5 Intermediary Support and Appendix A section Intermediary Service Guidelines subsection Orchestration Support refer to BPEL usage.  BPEL/Rules based engine operates on meta data.  However, if there are no format changes, then the application will just act as a switching engine.  Can you please provide additional details on format changes to validate this assumption?
The state does not understand how the premises of this question relate to the conclusion.  First of all, the Architecture states that the platform should support specification of orchestrations in BPEL.  Other mechanisms would be allowed  Orchestrations really have nothing to do with “format changes” (this is the role of transformers, which as stated in the RFP are required to be supported by the platform.)  If by “the application” the question means the platform that is the subject of this RFP, the platform is not a “switching engine”—transformers, routers, and orchestrations are all intermediary types that the platform must support.  The definitions of these terms are clearly established in the MJISA.

54) The RFP does not mention a requirements use LDAP.  Will there be physical users using the system or will the system only operate for system to system communication?

The only human direct users of the platform will be system administrators.  The platform is focused on supporting system-to-system information sharing.  See prior questions and answers regarding the transmission of user identity and attributes between consumers and services.  
55) What is the requirement on authentication/authorization for system to system communication?

See answers to previous questions.  The Web Services Service Interaction Profile identifies mechanisms for a consumer to transmit user attributes (including identity) to a service.  The Web Services SIP also provides for system authentication.

56) As the State knows, hardware and software are licensed directly by the respective developer to a wide variety of clients under standard commercial terms.  By using third party hardware and software, the State is able to take advantage of large private investments in developing these third party products, as well as well-established support networks.  Service providers do not own the third party hardware and software, nor do they have the ability to make any representation on behalf of a third party developer or provide support for the developers’ hardware or software product.  Service providers can, in some cases and for our clients’ convenience, arrange to provide hardware and software under the same contract as the implementation services, acting as a pass-through reseller via a subsidiary.  Would the State be willing to incorporate the following suggested modifications into the RFP?

a. The Contractor will be responsible for successful performance of all system implementation services, including services provided by subcontractors.  The State will look solely to the third party hardware and software developer(s) for performance of its product(s).
No.  The State is looking to the Offeror to be fully responsible for the performance of the solution including the performance of third party software and hardware products proposed in the solution.  
b. All third party hardware and software will be licensed directly to the State under terms mutually negotiated by the State and the (respective) hardware and software developers.

Third party hardware and software may be acquired by the offeror and licensed to the State.  Details of such arrangements will be determined during the contract negotiation process.   

57) Section 3.17 of the RFP and Section 45 of Appendix B set forth the requirement that the contractor provide an irrevocable Letter of Credit in the amount equal to the successful Contractor’s full bid price.  In addition, Rider B-IT of Appendix B sets forth prospective retainage terms.  We believe the multiple proposed contract performance assurance measures are broader than what is customary in the industry and what is necessary to provide adequate protection to the State.  Will the State consider modifying the contract performance assurance requirements to require a performance bond or a retainage schedule, instead of a letter of credit?  In addition, should a performance bond requirement be acceptable to the State, would the State consider that the amount of the performance bond be commensurate with a percentage of the overall contract value or the funded value of the contract for the fiscal year in question?

Please see the answer to Question 9.
58) We seek clarification regarding the negotiability of contract terms upon award since two different sections of the RFP seem have (sic) contradictory statements.  Section 2.5 of the RFP states:  “Each proposal must identify any term or requirement of this RFP that the Offeror cannot satisfy.”  Section 4.1 of the RFP sets forth a mandatory requirement that states:  “Offeror must acknowledge and accept all terms and conditions of the contract resulting form this RFP, as established in Section 3 of this RFP.”  Are the contract terms set forth in the RFP including, but not limited to Appendix B, negotiable upon award?  Id so, what is the process by which Bidders are to submit exceptions to proposed terms and conditions?

The Section 3. Terms and Conditions are negotiable to a limited extent.  We have already provided an answer to 3.17 Irrevocable Letter of Credit of this section and indicated that the State will not accept any other option for this item.  Please see the answer provided for question 9.  The Offeror should identify any of the other terms and conditions that they are unable to meet in their proposal and identify an alternative.  If an alternative is suggested it will be considered but there is no guarantee given of acceptance by the State. If no alternative is suggested to any term that can not be met, then the requirement is considered a “Mandatory Requirement” not met in the Proposal .
59) Has the State of Maine performed JIEM analysis on all the exchanges that need to be automated?  If so, can that be shared?
At this time, we have not performed JIEM analysis on all the exchanges that need to be automated.  Please also see the answer to Question #60.
60) The State of Maine has identified 5 agencies that will initially participate in the architecture, namely:

a. Criminal History Records Information (CHRI) System

b. State Police Metro Switch

c. Corrections Information System (CORIS)

d. JustWare Prosecutor

e. Maine Judicial Information System (MEJIS)

Can State of Maine provide details what set of documents (IEPDs) will be exchanged from the above mentioned agencies?

We are working with these agencies on a project demand basis as the needs arise.  As part of each project, the JIEM analysis will be performed and the IEPDs will be developed and exchanged. 

61) Section 4.3.3 Training of State Staff.  Does the State of Maine expect to implement JIEM exchanges in the future without involving the vendor, or is the training to support the implementation done by the vendor?
The State expects to implement the JIEM exchanges in the future without the involvement of the successful offeror.  The training that the State expects the successful offeror to provide is explained in Section 4.3.3. 

62) The RFP calls for a detailed Project Plan.  A project plan cannot be will detailed without the knowledge of all the exchange points and the exchange documents (IEPDS) that will be implemented during the project.  Can any more details on that be provided?

You don’t need to know the details of all of the exchange points that will ever be implemented; that’s not in the scope of the project.  As we discussed earlier, IEPDs will be part of the specifications for the individual services as those services are identified based on business needs.  Similarly, the state will perform JIEM analysis as part of the service identification methodology as business needs/demand dictate.  For the scope of the acceptance test which the vendor will be responsible for, service specifications and JIEM models will be provided at the time the State announces the apparent successful offeror.  At that time all of the details on that scope will be included.  In terms of a project plan – the project plan according to section 4.3.1 of the RFP is intended to support the installation process however, the State would like offerors to include the acceptance test piece in that project plan and in doing so would expect to see a set of assumptions made about the scope of the acceptance test.  Since you don’t have the details of that right now make some assumptions about it so that the State will have some basis for evaluating the positioning of that element in the project plan.

63) What existing state h/w will/can be utilized?  

There may be State hardware available. Per question 12, the Offeror should tell the state what hardware/software it requires.  The state and successful Offeror will identify if existing server hardware can be used.  

64) Section 4.2 references “two instances” cost form references “4 points on the network” Please reconcile.
The reference to two instances is about a test and production license/instance of each component.  “Four points on the network” indicates that there will be four places where consumer and/or provider systems reside.

65) Performance – related requirements?

The RFP states performance related requirements in Section 4.2.7 we’ve labeled them non-functional requirements because they include some others.  They’re under the heading of Availability and Scalability.  The performance related requirements of any particular service will be documented as part of the service specification – in general all services will meet some baseline level of performance. We won’t know that until down the road when those specs are developed but to the extent the RFP has performance related requirements they’re in Section 4.2.7.

66) Is PKI management (?) infrastructure a part of this project?

PKI management is not part of this project.
67) Will you circulate today’s attendee list?
Our original intent was to include a list of all people who attended the pre-bidder’s conference and their affiliations.  We have subsequently been advised by the Bureau of Purchases that this is not an encouraged practice.  In the interest of maintaining a fair competitive process we will not be disclosing any information regarding the attendees at this pre-bidder’s conference.

68) Is Maine open to using lower cost, proven open source middleware?

Open source middleware is eminently acceptable, as long as it runs in the State environment as defined in the updated Appendix H, State Of Maine Information Technology Environment. 
69) Is Maine using or open to using Linux? What is the level of experience of Maine personnel with Linux?

Yes, the state does have some investment in Linux.  We do not believe that the State’s Linux experience level is relevant to responding to this RFP.
70) Does Maine currently utilize any Enterprise Monitoring Systems (e.g. Tivoli, OpenView)?

The State uses Plixer WebNM, Oracle Grid, Vantage Analyzer, HP Mercury J2EE Diagnostics Probe, and other products.
71) Would Maine be interested in exploring how virtualization technology can be used to increase number of available non-production environments?

The State seeks the best value solution in terms of performance and price.  In the response please detail the proposed platform information, and virtualization proposal if desired, as indicated previously.
72) Can you provide any more specific information about the required processing capacity for the desired integration platform such as:

Number and Size of Messages, Number of publishers and subscribers, Required processing times? Will there be batch processes?

The state cannot provide more specific information, except to say that the platform will need to scale to accommodate typical and ordinary state justice workflows and business processes for a state of Maine’s size.  The size of messages will depend on the service; some will specify potentially large messages, others will specify small messages.  Similarly, required processing times for specific services will vary, and will be established in the specification/policy for each service.
The state anticipates that some messages will be “batch” in nature.

73) What network quality can be expected from producers and consumers?

Will some of them be on unreliable slow networks (e.g. intermittent wireless connectivity)

As stated in the architecture, the network is believed to be adequate to support 99.99% reliable data transmission between agencies.  Some consumer and provider systems will have less reliable connections to the state network; this is why we have provided for reliable messaging capabilities.

74) Should the integration platform support multiple encoding standards (e.g. UTF-16)?

This is a desired capability.

75)  Should the integration platform provide message processing facilities that require database connections for message enriching or will the system be limited exclusive to stateless processing such as routing and multiplexing?

There is no requirement one way or the other on this issue; however, offeror should indicate its proposed platform’s ability to have intermediaries that leverage database connections.

76)  Should the integration platform be capable of executing complex rules for handling message  where rules are defined using an open standard rather than programming language?

This is a desirable capability; offeror should identify any capabilities in this area.

77) The requirement does not describe need for ability to process messages in context. For example: handle this message differently, if you already received something on this id 5  minutes ago. Is this a requirement?

A platform that supports definition and implementation of such intermediaries easily is desirable, but not required.

78) What kind of scalability pattern should the integration platform implement: federation, domain/subdomain?

There is no requirement one way or the other on this issue; offeror is free to propose/identify specific capabilities it recommends.

79) What are the Transaction Coordination requirement for the Service Containers and Messaging Infrastructure (e.g. two-phase commit)?

There is no requirement one way or the other on this issue; offeror is free to propose/identify specific capabilities it recommends.

80) Should the integration platform provide run-time introspection capabilities?

There is no requirement one way or the other on this issue; offeror is free to propose/identify specific capabilities it recommends.

81) Does the platform need to support long-running, statefull (sic) processes?

There is no requirement one way or the other on this issue; offeror is free to propose/identify specific capabilities it recommends.

82) Will any Services be accessed in batch manner?

The state does not understand what is meant by “accessed in a batch manner”.  Some messages will be “batch” in nature, in that a message may contain information on a number of objects, transactions, events, etc.

83) Is it desirable to reuse current infrastructure for Configuration Management (e.g. Active Directory)?

There is no requirement one way or the other on this issue; offeror is free to propose/identify specific capabilities it recommends.

84) Are there any requirements for protecting the integrity of data envelopes?

The platform must allow an intermediary to receive a complete message (headers and body) and persist that complete message stream (the complete envelope XML) if desired.

85) RFP Page 18, Section 4.2.6
Related to Section 4.2.6 of the RFP #200808285, can the State provide some more detail around the host environments that the “Screen scraping  adapters for 3270 and Unix terminal emulators” will need to connect to? Please provide details around the host environment as follows:

a. What Security SubSystem is being used RACF or AS 2?

b. Is IBM Websphere MQ installed on host? (if so, what version?)

1. Is XA Coordination capability of MQ configured? (Hint, check your Workload manager (WLM) susbsystem configuration)?

2. Is MQ-CICS Gateway and 3270 Adapter configured?

c. Is Workload Manager Subsystem active?

d. Is DB2 being used on Mainframe? If yes, is DB2 configured to use WLM? If not DB2 then what Database provider is being used and on which platform is it installed?

e. Describe the nature of CICS Transactions:

1. Do CICS Transactions use Distributed Program Link (DPL) or BMS Maps, or Both?  If Both, approximately how many BMS Transctions are required to be integrated via MQ-CICS Bridge?  

f. Is Unix System Services (USS) Active on Mainframe?

g. Is IBM CICS Transaction Gateway installed on Mainframe?

h. Is CICS Transaction Server being used outside of Mainframe environment such as AIX?

The initial applications targeted to use the Maine Justice Information Sharing architecture are either unix or windows based applications.  No applications use CICS/DB2/RACF.  It is doubtful if the system will interface with these products.  Please refer to the section on Provider and Consumer System Guidelines in Appendix A “Maine Justice Information Sharing Architecture”.
86) RFP page 18-19, Sections 4.2.7 and 4.2.8

Does the State have data regarding the traffic patterns (average and peak volumes) to be used as input for response to the Scalability and Hardware Requirements?

No.

87) RFP Page 19, Section 4.2.8
Is there an existing hardware strategy that the State utilizes for hardware Virtualization that the Offeror should adhere to? If not, may the Offeror propose a solution based on hardware Virtualization technology?

Please see answer to Question 71.
88) RFP page 16-22, Sections 4.2 and 4.6
Can the State of Maine provide some more detail around the network connectivity between the four points on the Maine state enterprise network, for both test and production instances of the platform? Specifically, some information around the links (Local Area Networks, Metro Area Networks, Wide Area Networks) that currently connect these four points.

The State of Maine operates a private secure network connecting almost all state resources.  Maine State Police and the Department of Corrections are connected to one another via the State of Maine wide area network with link speeds greater than 10 megabits per second.  The Court system and District Attorney office are connected to the state wide area network via private T-1 circuits.  
89) RFP Page 22, Section 4.5
Will the State of Maine provide secured remote network access to members of the Offeror’s project team involved with Support and Maintenance?

Yes.  Project team members may access the state secure network via the use of Juniper.  All project team members authorized for system access will be required to undergo a fingerprint based background check.  
90) On the NDA form – can you please provide the information referred to in this section?

Any use or dissemination of the CJIS Policy in a manner inconsistent with terms of this nondisclosure certification may subject the firm and/or me to any or all penalties provided by applicable law, regulations, and policies;

Title 28, Code of Federal Regulations, Part 20 has a subsection for Penalties. The CJIS Security Policy does not mention any specific sanction policies and, in fact, leaves it to the state to institute its own sanction policy for violators, with some general guidelines for same.

91) As we have an existing contract with the State for Consulting Services and Software licenses can we use that contract as the basis for our contract terms and conditions or are we required to use the contract elements outlined in the RFP?

For this project, the contract terms and conditions will follow those outlined in the RFP.

92) During the conference, it was mentioned that there is a "2 year road map" for what will occur after the acceptance testing.  May we see that?
The State has almost completed their Strategic Planning Process and will share this with the apparent successful offeror if necessary.

93) How secure is the network that the messages will traverse (both from user authentication point of view and from protection against eavesdropping on the network traffic)? 

Comment: this question is important because it has bearing on what kind of security infrastructure will have to be implemented as part of the project in question
The network supports HTTP/S, which will prevent “eavesdropping on network traffic”.  See prior questions regarding user authentication.
94) Will there be a “joint authority” to monitor and optimize the use of the system, preventing any one agency from monopolizing the resources? Will be usage policies development, and policies enforcement mechanism development a part of this project?

Comment: this could be a very sizable part of the project, both cost- and time-wise. Such a mechanism may be really needed if different services will have different priorities and performance requirements.

The State will develop a governance model which will include management of the system.  It is not anticipated that the selected vendor will have to develop these policies.  
95) Will the state allow to submit several pricing options, each with its set of assumptions regarding system functionality and performance? 

Comment: In the situation when many requirements are very vague this seems to be the only approach to provide the state with a fixed price estimate. Depending on the assumptions price may differ in hundreds of percentages. For instance, if the state demands a full-blown PKI that allows for messages confidentiality, integrity, and non-repudiation support with managed certificates (that is certificates whose lifecycle, including near-real time revocation, is completely controlled by the system) then the cost would be significantly higher comparing with the cost of a system that uses light-weight PKI with certificates that are auto-managed by clients and without the need for message content encryption.

The State will allow an Offeror to submit several pricing options but they must be done as a separate proposal(s) and packaged in accordance with the guidance given in Section 2.5 Proposal Form and Contents.  The State will not consider multiple price options contained in one proposal.
96) Performance requirements : the RFP does not address throughput, response time, guaranteed message delivery SLA,  storage requirements (both  pick and average)

Comment: depending on the performance requirements, completely different implementation solutions may be needed.
The performance requirements of specific services will vary by service, and will be clearly spelled out in the service specification/policy.  Throughput is expected to start off modest (the acceptance test will involve at most a few small messages flowing over the state wide-area network) but will grow significantly over time; this is why the RFP includes a requirement that the proposed solution scale, from a modest initial implementation to a higher-volume implementation as needed.  Response time will vary by service.  Guaranteed message delivery is addressed in the Web Services Service Interaction Profile (see handling of Message Reliability requirement via WS-ReliableMessaging.)  The state does not understand what the question means by “SLA”.  As addressed in a prior question, the state does not expect the platform to provide for “storage requirements” except as required to support WS-ReliableMessaging.

97) Neither the RFP nor the MJISA describe specific business requirements for information exchanges, workflow automations, etc. The emphasis in the MJISA and RFP is on the ‘how’ not the ‘what’. Can the State elaborate further on these requirements or clarify its expectations on the outcome of this project? Is the offeror only expected to provide the technical capability to enable the State to interface with other agencies and systems?  Is the offeror expected to create and deploy these interfaces? If so, specifications for these interfaces are not found in the current set of documentation, correct?

The State intends to define future services as project demands arise.  The acceptance test will demonstrate the capabilities of the platform to provide connectivity between consumers and services.  As stated in the RFP, the offeror is required to create and deploy interfaces for the acceptance test; the specifications for these services will be provided to the apparent successful offeror at the time such offeror is identified.

98) Does the project include the development of distributed Query Portal?  If so, does the State have a list of the queries that will be available in the system?  

No.

99) Does the State have a list business requirements (outside of the technical requirements listed in the RFP) that will be addressed by the project? 

No.

100) How many information exchanges (e.g. JIEM / IEPD) should the vendor assume for the purpose of cost estimation?  Are there any other structured volume metrics the State has developed to assist the vendor in assessing the scope of work for the project? 
Please see the answer to Question 62.  Also, structured volume metrics have not been developed at this time.
101) The State says the following, “Prior to execution of a contract with the successful offeror, Maine State Police will complete identification and modeling of a service, and will identify a consumer of that service.  The identification and modeling of the service will follow all relevant guidelines in the MJISA. The successful offeror will not be responsible for service identification or modeling, or determining the requirements of the service (its real-world effect)…. As a condition of acceptance of the integration platform, the offeror will develop, test, and deploy an adapter that implements the service interface by providing access to appropriate functionality in the provider system. The offeror will also develop, test, and deploy a connector that invokes the service on behalf of the consumer system.” Given this statement, is the offeror to assume that there will be only one interface required for this project (i.e. one adapter/connector) and that the State will assume responsibility for the accuracy of the specifications for this interface?

As stated in the RFP, the offeror is required to create and deploy interfaces for the acceptance test; the specifications for these services will be provided to the apparent successful offeror at the time such offeror is identified.
102) Has the State conducted any JIEM based information exchange modeling? Does the State expect the vendor to conduct and/or revisit the JIEM modeling?  If so can the State share the JIEM models? Can the State specify which JIEM exchanges of such model will be in scope?

The State has not conducted JIEM based information modeling and does not expect the successful Offeror to conduct or revisit the JIEM modeling.  However, upon selection of the successful Offeror, the JIEM model for the Acceptance Test will be shared with the successful Offeror, including service specifications for which JIEM exchanges will be in scope.
103) What is the State’s expectation for the completion date for the project? Are there specific milestones for the project?  (e.g. Establishment integration infrastructure, implementation phases of JIEM exchanges)

The project is complete upon successful completion of the Acceptance Test --demonstrating the capabilities of the platform to provide connectivity between consumers and services, that it meet both functional and non-functional requirements as specified in the RFP -- that the platform has been installed for the initial four points, State staff have been trained (to install, configure, maintain, manage, and operate the platform software), and that the platform has been transitioned to State personnel for maintenance.  The State expects to begin the Acceptance Test within 3 months of the date of contract execution and project completion sometime thereafter.  So milestones would likely include but not be limited to development of a project plan to support the installation process and the acceptance test, establishment of an integration infrastructure, successful completion of the acceptance test, training of state staff, etc. 
104) Could this completion date be subject to the impact of funds that have not yet been attained?
It is anticipated that if there is insufficient funding to complete this project, an award will not be made.   Currently there is funding in place for its completion.   

105) Does the State have a governance structure established for inter agency communication, collaboration and decision making, if so can the State please share the structure? If not, how does the State plan on mitigating the impact on the project plan for system interfaces that are needed but are not allowed for by an expected partner agency?

The State is in the process of developing a governance model for this project.  The major partners of this project, whose systems may be impacted, have been involved with the project from the beginning and we anticipate no interagency issues regarding interfacing of systems.  
106) Has the State reached agreement on and created a schedule for when various agency systems and agency vendors will be integrated? 

Impacted agencies have agreed to participate in this project.  There is no specific schedule in place for integration.  Agreement has been reached that impacted agencies will be consulted and will agree to a schedule within the confines of the final contract.  

107) Has the State developed Memorandums of Understanding (MOUs) with the participating agencies? 
An MOU has been developed but not distributed for sign off.  It will be in place before an award is made.

108) The requirement for An Irrevocable Standby Letter of Credit (L/C) acceptable to the Department of Public Safety is identified.  Would it be acceptable for an offeror to identify an alternative solution that would replace this Irrevocable Letter of Credit requirement? 

Please see the answer to Question 9.
109) In Section 2.18 Non-exclusive Rights, it appears that the State has gone out to bid to select a partner yet is reserving the right to purchase services from other sources.  Is this statement relevant to the RFP or does that statement allow the State to buy the hardware through its own contracts.  
Yes it is relevant  – this gives the State the ability to seek other vendors in the future if the State wants to expand or go in a different direction with a different vendor.
110) The url provided to obtain the Web Service Interaction Profile is incorrect.


The correct url is:
 http://it.ojp.gov/documents/WS-SIP_Aug_31_version_1_1_FINAL(3).pdf.

We have also made the .pdf version of this document available on the RFP web site on the Questions and Answers page http://www.maine.gov/dps/ijwg/mjisarfp/mjisarfpquesanswers.html.
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