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1 Introduction

Introduction

This document will outline the specifications for data exchange of immunization data between the Maine Immunization Registry and the Provider’s EMR application.  This document is intended to be used in conjunction with the Center for Disease Control (CDC) Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard Protocol.  All specifications published in this document will conform to the CDC standards for the exchange of immunization data.

ImmPact2

The Maine Immunization Information System (ImmPact2) takes the next step in registry systems by enhancing the Wisconsin Immunization Registry (WIR) system to meet the specific needs of Maine.  

The ImmPact2 Immunization Registry is a population-based Web application containing consolidated demographic and immunization history information.  ImmPact2 is able to perform a variety of functions for health care providers, including:

· Recording immunizations, contraindications, and reactions.

· Validating immunization history and providing immunization recommendations.

· Producing recall and reminder notices, vaccine usage and client reports, and Clinic Assessment Software Application (CASA) extracts.

· Managing vaccine inventory.

ImmPact2 receives weekly birth and death data from the state’s Vital Statistics database.  New births are generally loaded into ImmPact2 within two to three weeks.  ImmPact2 also contains all birth data from January 1, 1995 to the present.

ImmPact2 includes vaccine usage data collection, and enhanced tracking and reporting functionality.  These additions allow the Maine Immunization Program to research, develop and implement electronic tracking of AFIX/Vaccine management requirements for all providers.  

Through the electronic exchange of all aspects of a the patient’s immunization event, the Maine Immunization Program and providers can more readily monitor immunization coverage for the citizens of Maine, ensure that needed immunizations are given on time and in the appropriate intervals and prevent the administration of unnecessary vaccines.  It also automates the required reporting to the Centers for Disease Control and Prevention as part of the efforts to protect public health in the state of Maine.
HL7 Message Specification

All exchanges of immunization data between EMR applications and the Maine Immunization Registry application (ImmPact2) will use the Health Level Seven (HL7) standard protocol.  

HL7 is one of several American National Standards Institute (ANSI) accredited Standards Developing Organizations (SDOs) operating in the health care industry.  HL7 is a not-for-profit organization composed of a broad range of health care professionals.  HL7 develops specifications, the most widely used being a messaging standard for communication between disparate healthcare applications.  The remainder of this document will use the term HL7 to refer to the messaging standard protocol instead of the organization.
HL7 Defined
HL7 data exchange is the exchange of messages between applications.  An HL7 message is defined as the entire unit of data transferred between systems in a single transmission.  Each message contains a message type, a trigger event, and a series of segments in a defined sequence.  

Each segment is composed of a logical grouping of data fields.  Segments within a defined message may be required or optional and each segment is identified by a unique three character segment ID.

Each field is a string of characters.  Fields in a segment may be required or optional.  For documentation purposes, a field is identified by the segment it’s in and its position within the segment; e.g. PID-5 is the fifth field within the PID segment.  Fields within a segment are separated by a field separator.  The field separator to be used is specified in the Message Header Segment, which is always the first segment in an HL7 message.  All messages exchanged with the Maine Immunization Registry should use the standard HL7 defined field separator, the “|” character.

Some fields may be composed of multiple components.  These components will define the content of a coded or composite field.  A good example would be the field that defines the provider that issued a vaccination.  This field is composed of multiple components that can specify the provider’s ID, their name, and title.  Another example would be an address filed that is composed of street name and number, city, state, and zip code.  Components must be specified in a specific order as defined by the HL7 specification.  Each component will be separated by the component separator.  The component separator to be used is specified in the Message Header Segment, which is always the first segment in an HL7 message.  All messages exchanged with the Maine Immunization Registry should use the standard HL7 defined component separator, the “^” character.

HL7 maintains a web site that can be accessed through this link: http://www.hl7.org/
CDC HL7 Message Implementation Profile
The Centers for Disease Control and Prevention (CDC) National Immunization Program (NIP) publishes an implementation guide for immunization data messaging.  The title of the guide is “Implementation Guide for Immunization Data Transactions using version 2.3.3 of the Health Level Seven (HL7) Standard Protocol”.  The intent of the guide is to describe a set of HL7 immunization message definitions and encoding rules and provide a nationally consistent implementation of those messages.  This document is published by the CDC and can be found on their web site at www.cdc.gov.

The guide identifies the set of HL7 messages needed to enable information systems that maintain immunization records to transmit patient-specific immunization histories electronically to other systems.  This allows healthcare providers to have access to these records at the time health care is given.  The use cases detailed in the guide indicate that data transmission will occur as the result of four activities:

1. A query from one system for a patient’s vaccination record that is held in another system using the HL7 VXQ message;

2. A response to a query containing multiple patient “matches” to the query, but not returning vaccination records using the HL7 VXX message;

3. A response to a query containing the vaccination record using the HL7 VXR message; and

4. An unsolicited update to a vaccination record using the HL7 VXU message.

In addition to the messages used for the four primary activities the guide also includes specifications for transmission confirmation and exception notification messages: ACK and QCK.

The guide includes the definition and format for each message type.  The message format is depicted as a tree structure denoting the segment groups and segments used in the message.  The structure contains an indication of the segment and segment group repetition and optionality.  Each message specification is followed by one or more example messages.  The guide includes a collection of code value tables supporting coded fields and data type components. 

The HL7 message profile specification implemented between ImmPact2 and the provider’s EMR application will be based on the CDC specification and will consist of a sub-set of the message and segment definitions contained in that guide.
Message Workflow
The provider’s Electronic Medical Record (EMR) or Electronic Health Record (EHR) will be the system of origin for immunization data.  The user will log into their EMR application and enter patient, responsible person and immunization data into the appropriate part of the application.  The data entered and maintained will significantly reflect the data identified in this document.

The act of changing or adding or deleting patient, next of kin or immunization data should trigger the creation of an HL7 message.  This can take place immediately or the records can be flagged for later message creation.

This message standard supports separate HL7 messages for patient level additions and updates (ADT^A08) versus immunization level (VXU) additions and updates.  The EMR system can choose to support both or only the immunization level.  A use case where both messages are supported would have the EMR system creating ADT^A08 messages for patient and next of kin level activity while VXU messages would be generated in response to immunization level activity.

A use case where only VXU messages are generated would operate on the premise that the Maine registry is only interested in patient or next of kin level activity when immunization level activity occurs.  When immunization level activity causes a VXU message to be generated, the latest patient and next of kin data is included as well.

Demographic and immunization data must be formatted according to message standard defined in this document and sent using the HTTP-based transport protocol described below.  The HL7 messages can be sent in real-time as the events occur or they can be generated periodically on a schedule and based on the records being flagged when the update activity actually occurred.  This second approach may be convenient when large volumes of message activity would affect performance for the EMR interactive user.

Data sent to ImmPact2 will include both historical immunizations and those administered at the provider’s site.  All immunizations received from a remote EMR system are currently flagged as historical on the ImmPact2 system.

HL7 messages are received by the ImmPact2 inbound interface and processed in a 2 stage manner.  The first stage commits the message content and performs field level validation.  For coded fields, this includes database lookups for valid values.  An ACK message is issued after this processing stage is complete.  The second stage applies ImmPact2 business rules and updates the ImmPact2 patient and immunization data.  The first stage always executes in real-time as the HL7 messages are received.  The second stage is scheduled to run periodically, based on a configuration parameter.
Transport Protocol
An HL7 Immunization Registry task force (Rockmore, Yeatts, and Davidson), has produced a specification titled “Transport of Immunization HL7 transactions over the Internet Using Secure HTTP”.  The specification defines two options for sending messages; one using a User ID and password for security, and the other using Digital Signatures.  For this interface, the User ID and Password option will be used.

The specification describes the process as follows:

When using User ID/Password Authentication, application programs will contact the registry server by issuing an HTTP POST transaction with the following data fields:

· USERID – This is the registry-assigned User ID. Implementations must support User IDs of at least 8 characters, including upper and lower case letters and digits.  Case sensitivity of User ID is at the option of the implementing registry.

· PASSWORD – This is the registry-assigned Password for the User.  Implementations must support Passwords of at least 8 characters, including upper and lower case letters and digits.  Case sensitivity of the Password is at the option of the implementing registry.

· FACILITYID - The Facility ID is as defined in Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard Protocol, section 2.24.1.4 for the MSH Sending facility.

· MESSAGEDATA – The HL7 message as ASCII text.  The message must begin with the character string “MSH”.

A complete copy of the document has been included as Appendix 1 to this document.

The EMR application should initiate the HTTP POST transaction to ImmPact2 using the protocol described above.  Once the message has been sent, the EMR should wait for the response which should be a standard ACK message as described in this document.  The ACK message is part of the single HTTP transaction and is returned over the same connection without the message envelope used for the original message.

Once the ACK message has been received, the next HL7 message should be sent.  The process should repeat until all HL7 message activity has been sent.  The messages should represent all patient and patient vaccination activity that has occurred since the last communication with ImmPact2.   

This process should be repeated periodically, based on a configurable schedule.  The time interval is specified in minutes.

The Maine Registry will provide specific values for the USERID, PASSWORD and FACLIITY parameters used to populate the HL7 message envelope.  The sending application will construct the HTTP transaction using the supplied values and including the actual HL7 message as the MESSAGEDATA parameter.

The USERID and PASSWORD values will be used to insure the POST transaction is authentic.  The FACILITYID will represent a specific ImmPact2 site_id which will be associated with each patient that is created or updated in the registry from these messages.
Security

If the communication protocol is implemented over a Virtual Private Network (VPN ) connection, then normal HTTP protocol can be used.  If however, the interface needs to use the Internet public network for communication, then the transaction must be encrypted using the HTTPS protocol.

The Maine Registry will supply a security certificate that will need to be installed and referenced for the EMR application that is responsible for initiating the communication with the ImmPact2 web servlet.
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2 ImmPact2 HL7 Immunization Messages 



The EMR application will send HL7 messages in response to patient and immunization activity.  There are currently 3 messages supported by the Maine Inbound Interface  

The message set created by the EMR and sent to ImmPact2 must include an Unsolicited Vaccination Record Update (VXU^V04) message and may include the Update Patient Information (ADT^A08) message.  Segment usage for these messages is summarized in the following table:

Table 2‑1:  HL7 Segment Usage for VXU Query and ADT Messages
	ID
	Name
	VXU
	ADT^A08
	ACK

	MSH
	Message Header
	●
	●
	●

	MSA
	Message Acknowledgment
	
	
	●

	EVN
	Event Type
	
	●
	

	PID
	Patient Identification
	●
	●
	

	NK1
	Next of Kin/Associated Parties
	●
	●
	

	PD1
	Patient Additional Demographics
	●
	●
	

	RXA
	Pharmacy Administration
	●
	
	

	RXR
	Pharmacy Route
	●
	
	


The following sections will outline the segment and field usage for each of these messages.
VXU Message

The VXU message is an unsolicited vaccination record update.  It will be sent by the EMR to ImmPact2 in order to update a patient record in the ImmPact2 database.  It should be sent anytime changes or additions to immunization activity occur.

Although the primary purpose for the VXU message is to report new or updated vaccination activity, the message contains all the same patient demographic data as a typical ADT message.  When processing a VXU message, if the patient does not yet exist in the ImmPact2 database, a new patient record will be created using the demographic data from the VXU message.  If the patient already exists in the registry database and this or subsequent VXU messages contain updated demographic data, the patient record values will be updated with this new data according to the business rules defined for the registry.  This rule applies to next of kin and associated party records as well.

The following sections will describe each segment that ImmPact2 can accept and list the required and optional fields for these segments.
MSH – Message Header Segment

The Message Header (MSH) Segment is used to define the intent, source, destination, and some specifics of the syntax of a message.  The MSH segment is required.  The supported fields are described below.

Table 2‑2:  MSH Attributes Supported Fields
	SEQ
	LEN
	DT
	OPT
	RP/#
	TBL#
	ITEM #
	ELEMENT NAME

	1
	1
	ST
	R
	
	
	00001
	Field Separator

	2
	4
	ST
	R
	
	
	00002
	Encoding Characters

	3
	227 
	HD
	O
	
	0361
	00003
	Sending Application

	4
	227 
	HD
	O
	
	0362
	00004
	Sending Facility

	5
	227 
	HD
	O
	
	0361
	00005
	Receiving Application

	6
	227 
	HD
	O
	
	0362
	00006
	Receiving Facility

	7
	26
	TS
	R
	
	
	00007
	Date/Time Of Message

	9
	15
	MSG
	R
	
	
	00009
	Message Type

	10
	20
	ST
	R
	
	
	00010
	Message Control ID

	11
	3
	PT
	R
	
	
	00011
	Processing ID

	12
	60
	VID
	R
	
	
	00012
	Version ID


MSH-1  Field Separator  (ST)   00001

The character to be used as the field separator for the rest of the message.  Messages originated by the EMR should use the value “|”
MSH-2  Encoding Characters  (ST)   00002

Four characters in the following order: the component separator, repetition separator, escape character, and subcomponent separator.  Messages originated by the EMR should use the values “^~\&”
MSH-3  Sending Application  (HD)   00003
Uniquely identifies the sending application among all other applications within the network enterprise.  The network enterprise consists of all the applications that participate in the exchange of HL7 messages within the enterprise.  Immunization programs may use this field to identify the software name and version. We do not define it further in this document.  

Components:  <Namespace ID (IS)> ^ <Universal ID (ST)> ^ <Universal ID Type (ID)>

The field should be set to a value that uniquely identifies the application sending the HL7 message.  This field is not used for inbound processing by the Maine interface.
MSH-4  Sending Facility  (HD)   00004

This field contains the address of the sending facility.  Site-defined.  Immunization programs may use this field to identify which state immunization registry is sending the query.  The address consists of the two-letter postal code plus digits.  The digits of the state central registry will be all 0's; e.g., GA0000.  Facilities and registries within the state will be assigned numeric codes by the state; e.g., GA0322.

Components:  <Namespace ID (IS)> ^ <Universal ID (ST)> ^ <Universal ID Type (ID)>

The field should be set to a value that uniquely identifies the sending facility.  It is not used for processing by the Maine inbound interface.
MSH-5  Receiving Application  (HD)   00005
Uniquely identifies the receiving application among all other applications within the network enterprise.  The network enterprise consists of all the applications that participate in the exchange of HL7 messages within the enterprise.  Immunization programs may use this field to identify the software name and version. We do not define it further in this document.  

Components:  <Namespace ID (IS)> ^ <Universal ID (ST)> ^ <Universal ID Type (ID)>

The field should be set to a value that uniquely identifies the receiving application.  It is not used for processing by the Maine inbound interface.
MSH-6  Receiving Facility  (HD)   00006
This field identifies the receiving application among multiple identical applications running on behalf of different organizations.  Site-defined.  Immunization programs may use this field to identify which state immunization registry is to receive the query.  The address consists of the two-letter postal code plus digits.  The digits of the state central registry will be all 0's; e.g., MA0000.  Facilities and registries within the state will be assigned numeric codes by the state; e.g., MA0322.

Components:  <Namespace ID (IS)> ^ <Universal ID (ST)> ^ <Universal ID Type (ID)>

The field should be set to a value that uniquely identifies the receiving facility.  It is not used for processing by the Maine inbound interface.
MSH-7  Date/Time Of Message  (TS)   00007
Date/time the sending system created the message.

Components:  <Time (DTM)> ^ <DEPRECATED-Degree of Precision (ID)>
MSH-9  Message Type  (MSG)   00009 
The receiving system uses this field to know the data segments to recognize and, possibly, the application to which to route this message.  The second component is not required on acknowledgment messages.  The third component is not required for immunization registries, since in the VXQ, VXR, VXX, and VXU messages, the message structure is the same designation as the trigger event type shown in component two.

Components:  <Message Code (ID)> ^ <Trigger Event (ID)> ^ <Message Structure (ID)>

This identifies the type of message that is being sent.  In this case, it should be set to “VXU^V04”.
MSH-10   Message Control ID  (ST)   00010
Number or other identifier that uniquely identifies the message.  The receiving system echoes this ID back to the sending system in the message acknowledgment segment (MSA).  Each immunization registry will design its own method for assigning control IDs.  
MSH-11   Processing ID  (PT)   00011

Components:  <Processing ID (ID)> ^ <Processing Mode (ID)>

Used to indicate how to process the message as defined in HL7 processing rules.

MSH-12   Version ID  (VID)   00012

Components:  <Version ID (ID)> ^ <Internationalization Code (CE)> ^ <International Version ID (CE)>

Matched by the receiving system to its own HL7 version to be sure the message will be interpreted correctly.  It should be set to “2.3.1”.
PID – Patient Identification Segment

The Patient Identification (PID) Segment is used to communicate patient identification and demographic information.   The PID segment is required.  The supported fields are described in the table below.

Table 2‑3:  PID Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	3
	20
	CX
	R
	Y
	
	00106
	Patient identifier list 

	5
	48
	XPN
	R
	Y
	
	00108
	Patient name

	6
	48
	XPN
	O
	Y
	
	00109
	Mother’s maiden name

	7
	26
	TS
	O
	
	
	00110
	Date/time of birth

	8
	1
	IS
	O
	
	0001
	00111
	Sex

	9
	48
	XPN
	O
	Y
	
	00112
	Patient alias

	10
	80
	CE
	O
	Y
	0005
	00113
	Race

	11
	106
	XAD
	O
	Y
	
	00114
	Patient address

	13
	40
	XTN
	O
	Y
	
	00116
	Phone number - home

	15
	60
	CE
	O
	
	0296
	00118
	Primary language

	22
	80
	CE
	O
	Y
	0189
	00125
	Ethnic group

	23
	60
	ST
	O
	
	
	00126
	Birth place

	24
	1
	ID
	O
	
	0136
	00127
	Multiple birth indicator

	25
	2
	NM
	O
	
	
	00128
	Birth order

	29
	26
	TS
	O
	
	
	00740
	Patient death date and time

	30
	1
	ID
	O
	
	0136
	00741
	Patient death indicator


PID-3   Patient Identifier List   (CX)   00106

This field contains the list of identifiers (one or more) used by immunization registries and their participants to uniquely identify a patient ( e.g., medical record number, billing number, birth registry, national unique individual identifier, etc.)

HL7 recommends that this field be used to record all patient identifiers.  For that reason, the type code should always be used to identify what type of identifier is being listed.  Values for the type code are found in User-defined Table 0203 - Identifier type.  Immunization registries should retain all identifiers and type codes they receive for a patient to aid in matching records of patients seen by multiple providers

Components:  <ID Number (ST)> ^ <Check Digit (ST)> ^ <Check Digit Scheme  (ID)> ^ <Assigning Authority (HD)> ^ <Identifier Type Code (ID)> ^ <Assigning Facility (HD)> ^ <Effective Date (DT)> ^ <Expiration Date (DT)> ^ <Assigning Jurisdiction (CWE)> ^ <Assigning Agency or Department (CWE)>

The components supported are:

1. ID Number

5. Identifier Type Code

This field repeats.  The Maine interface uses the identifier type code to determine which type of identifier is present.  The table below shows the supported identifiers and their corresponding type codes.

Table 2‑4:  PID Supported Identifiers

	ID Number
	Identifier Type

	Birth certificate number
	BR

	Social security number
	SS

	Medicaid number
	MA

	Medical record number
	MR


The Medical record number identifier is intended to support the local patient identifier assigned by the entity that originated the message.

PID-5   Patient Name   (XPN)   00108

The current, assumed legal name of the patient should be sent in this field.  The name type code in this field should always be “L” for “Legal.”  All other names for the patient should be sent in PID-9-patient alias.  Repetition of this field is allowed only for representing the same name in different character sets, a situation that will rarely arise.  Therefore, for practical purposes this field should be considered not repeating.

Components:  <Family Name (FN)> ^ <Given Name (ST)> ^ <Second and Further Given Names or Initials Thereof (ST)> ^ <Suffix (e.g., JR or III) (ST)> ^ <Prefix (e.g., DR) (ST)> ^ <Degree (e.g., MD) (IS)> ^ <Name Type Code (ID)> ^ <Name Representation Code (ID)> ^ <Name Context (CE)> ^ <Name Validity Range (DR)> ^ <Name Assembly Order (ID)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)> ^ <Professional Suffix (ST)>

Subcomponents for Family Name (FN):  <Surname (ST)> & <Own Surname Prefix (ST)> & <Own Surname (ST)> & <Surname Prefix From Partner/Spouse (ST)> & <Surname From Partner/Spouse (ST)>

The components supported are:

1.
Family Name (Surname subcomponent / Last Name)

2.
Given Name (First Name)

3.
Second and further given names

4.
Suffix

PID-6   Mother's Maiden Name   (XPN)   00109
This field contains the family name under which the mother was born (i.e., before marriage).  It is used to distinguish between patients with the same last name.  The name type code should be valued “M” for “Maiden Name.”  If a system needs additional information about the mother, the NK1 segment should be used.

Components:  <Family Name (FN)> ^ <Given Name (ST)> ^ <Second and Further Given Names or Initials Thereof (ST)> ^ <Suffix (e.g., JR or III) (ST)> ^ <Prefix (e.g., DR) (ST)> ^ <Degree (e.g., MD) (IS)> ^ <Name Type Code (ID)> ^ <Name Representation Code (ID)> ^ <Name Context (CE)> ^ <Name Validity Range (DR)> ^ <Name Assembly Order (ID)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)> ^ <Professional Suffix (ST)>

Subcomponents for Family Name (FN):  <Surname (ST)> & <Own Surname Prefix (ST)> & <Own Surname (ST)> & <Surname Prefix From Partner/Spouse (ST)> & <Surname From Partner/Spouse (ST)>

The components supported are:

1. Family Name (Surname subcomponent / Last Name)

PID-7   Date of Birth   (TS)   00110

This field contains the patient's date and (if applicable) time of birth.  If not present, the HHMM portion will default to 0000.

Components:  <Time (DTM)> ^ <Degree of Precision (ID)>

This field is populated with the patient birth date.

PID-8   Administrative Sex   (IS)   00111

This field is populated with patient gender.

PID-9   Patient Alias   (XPN)   00112

This field contains names by which the patient has been known at some time.

Components:  <Family Name (FN)> ^ <Given Name (ST)> ^ <Second and Further Given Names or Initials Thereof (ST)> ^ <Suffix (e.g., JR or III) (ST)> ^ <Prefix (e.g., DR) (ST)> ^ <Degree (e.g., MD) (IS)> ^ <Name Type Code (ID)> ^ <Name Representation Code (ID)> ^ <Name Context (CE)> ^ <Name Validity Range (DR)> ^ <Name Assembly Order (ID)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)> ^ <Professional Suffix (ST)>

Subcomponents for Family Name (FN):  <Surname (ST)> & <Own Surname Prefix (ST)> & <Own Surname (ST)> & <Surname Prefix From Partner/Spouse (ST)> & <Surname From Partner/Spouse (ST)>

The components supported are:

1. Family Name (Surname subcomponent / Last Name)

2. Given (First Name)

3. Middle Name

PID-10   Race   (CE)   00113

This field identifies the patient’s race.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Although all 3 components may be present, only the Identifier code is extracted.

PID-11   Patient Address   (XAD)   00114

This field lists the mailing address of the patient.  Multiple addresses for the same person may be sent in the following sequence: the primary mailing address must be sent first in the sequence; if the mailing address is not sent, then a repeat delimiter must be sent in the first sequence.  If there is only one repetition of this field and an address type is not given, it is assumed to be the primary mailing address.

Components:  <Street Address (SAD)> ^ <Other Designation (ST)> ^ <City (ST)> ^ <State or Province (ST)> ^ <Zip or Postal Code (ST)> ^ <Country (ID)> ^ <Address Type (ID)> ^ <Other Geographic Designation (ST)> ^ <County/Parish Code (IS)> ^ <Census Tract (IS)> ^ <Address Representation Code (ID)> ^ <Address Validity Range (DR)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)>

Subcomponents for Street Address (SAD):  <Street or Mailing Address (ST)> & <Street Name (ST)> & <Dwelling Number (ST)>

The components supported are:

1. Street Address

2. Other Designation

3. City

4. State or Province

5. Zip or Postal Code

6. Country

7. Address Type (“M”)

9. County/Parish Code

Address is a repeating field.  Sub-component 7 is used to indicate what type of address is represented.  For second or subsequent instances of address, if the address type is valued with “N”, the sub-components 4-state and 6-country will be extracted and stored as the patient’s birth state and country.

PID-13   Phone number - home (XTN-40, Optional, Repeating)  00116

The patient’s personal phone numbers.  All personal phone numbers for the patient are sent in this sequence.  The first sequence is considered the primary number.  If the primary number is not sent, then a repeat delimiter is sent in the first sequence. 

Components:  XTN data type format and components: [NNN] [(999)]999-9999[X99999][B99999][C any text]^<telecommunication use code (ID)>^<telecommunication equipment type (ID)>^<email address (ST)>^<country code (NM)>^<area/city code (NM)>^<phone number (NM)>^<extension (NM)>^<any text (ST)>

The components supported are:

1. number value

2. telecommunication use code

3. telecommunication equipment type

4. email address

This field is used to report the patient primary phone number, their fax number and their email address.  The separate values are determined using the telecommunication equipment type sub-component.  For email addresses, the telecommunication use code must also be present.

The patient primary phone repeat instance must use telecommunication equipment type “PH”.

The patient fax number repeat instance must use telecommunication equipment type “FX”.

The patient email address repeat instance must use telecommunication equipment type “NET” and . telecommunication use code “INTERNET”.  Note the actual value is in piece 4 instead of piece 1.

PID-15   Primary language (CE-60, Optional)  00118

Patient's primary language.  Refer to User-defined Table 0296 - Language (ISO 639) for suggested values.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

The Maine registry uses the patient language field to determine which language to print reminder/recall notices.  Only the languages supported for this purpose will be accepted as valid values.  The standard HL7 language code from HL7 table 0296 is expected and will be translated to the proprietary code used by the registry.

The text and coding system components can be provided, but only the code will be validated and stored.

The languages supported and their ImmPact2 translation values are as follows:

Table 2‑5:  Supported Languages & ImmPact2 Translation Values

	HL7 code
	ImmPact2 code

	EN
	ENGLISH

	ES
	SPANISH

	BLU
	HMONG

	SO
	SOMALI

	FR
	FRENCH


PID-22   Ethnic Group   (CE)   00125

This field further defines patient ancestry.  Suggested values are listed in User-defined Table 0189 - Ethnic group

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Although all 3 components may be present, only the Identifier code is extracted.  Only one value is supported.

PID-23   Birth place (ST-60, Optional)  00126

This field gives the location of the patient’s birth.  Immunization registries may use this field for the name of the facility where the patient was born.  This information may be used in conjunction with PID-11-Patient address with address type as “location of birthing facility.”

PID-24   Multiple Birth Indicator   (ID)   00127

This field indicates whether the patient was part of a multiple birth.  Refer to HL7 Table 0136 - Yes/No indicator for valid values.

Yes or No.

PID-25   Birth Order   (NM)   00128

If the patient was part of a multiple birth, a number indicating the patient's birth order is entered in this field.  This field should only be used if PID-24-Multiple birth indicator is valued as “yes.”

PID-29   Patient death date and time (TS-26, Optional)  00740

This field contains the date and time at which the patient death occurred.  This field should only be valued if PID-30 is valued “yes.”  

Time stamp (TS) data type must be in the format:

YYYY[MM[DD[HHMM[SS[.S[S[S[S]]]]]]]][+/-ZZZZ]^<degree of precision>

PID-30   Patient Death Indicator   (ID)   00741

This field should be populated with a “yes” if the patient is deceased.

PD1 - Patient Additional Demographic Segment

The patient additional demographic segment contains demographic information that is likely to change about the patient.  The attributes are listed in the table.

Table 2‑6:  PD1 Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	3
	90
	XON
	O
	Y
	
	00756
	Patient primary facility

	4
	90
	XCN
	O
	Y
	
	00757
	Patient primary care provider name & ID number

	12
	1
	ID
	O
	
	0136
	00744
	Protection indicator

	13
	8
	DT
	O
	
	
	01566
	Protection Indicator effective date


PD1-3   Patient Primary Facility   (XON)   00756

This field contains the name and identifier that specifies the primary care facility for the patient.  

Components:  <Organization Name (ST)> ^ <Organization Name Type Code (IS)> ^ <ID Number (NM)> ^ <Check Digit (NM)> ^ <Check Digit Scheme  (ID)> ^ <Assigning Authority (HD)> ^ <Identifier Type Code (ID)> ^ <Assigning Facility (HD)> ^ <Name Representation Code (ID)> ^ <Organization Identifier (ST)>

The first instance is the only instance supported and will always represent the facility identifier assigned by the sending system (remote). The identifier type in sub-component 7 should NOT be specified.

The components supported are:

1. Provider site name

3. Provider site identifier

PD1-4   Patient Primary Care Provider Name & ID No   (XCN)   00757

This field contains the provider name and ID of the identified primary care provider.  This information is usually selected by the patient at the time of enrollment in an HMO.  This field is allowed to repeat and can provide multiple names for the same person.  The legal name must be sent in the first sequence.   If the legal name is not sent, then the repeat delimiter must be sent in the first sequence.  Immunization registries may use this field to indicate a patient’s primary care provider or medical home provider.

Components:  <ID Number (ST)> ^ <Family Name (FN)> ^ <Given Name (ST)> ^ <Second and Further Given Names or Initials Thereof (ST)> ^ <Suffix (e.g., JR or III) (ST)> ^ <Prefix (e.g., DR) (ST)> ^ <Degree (e.g., MD) (IS)> ^ <Source Table (IS)> ^ <Assigning Authority (HD)> ^ <Name Type Code (ID)> ^ <Identifier Check Digit (ST)> ^ <Check Digit Scheme (ID)> ^ <Identifier Type Code (ID)> ^ <Assigning Facility (HD)> ^ <Name Representation Code (ID)> ^ <Name Context (CE)> ^ <Name Validity Range (DR)> ^ <Name Assembly Order (ID)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)> ^ <Professional Suffix (ST)> ^ < Assigning Jurisdiction (CWE)> ^ < Assigning Agency or Department (CWE)>

Subcomponents for Family Name (FN):  <Surname (ST)> & <Own Surname Prefix (ST)> & <Own Surname (ST)> & <Surname Prefix From Partner/Spouse (ST)> & <Surname From Partner/Spouse (ST)>

The first repeat instance is used to extract the provider name.  A second instance or third can be used to extract the identifier assigned by the Maine registry or the provider physician’s social security number.

The components supported for this first repeat instance are:

1.
ID number (remote - assigned by entity sending the message)

2.
Family name

3.
Given name

4.
Second and further given names (middle)

5.
Suffix

The sub-component 13 – Identifier type code must NOT be specified for the first repeat instance.

For 2nd and 3rd repeat instances, supported components are:

1.
ID number (local – assigned by Maine registry)

13.
Identifier Type Code

Use identifier type code = “PI” to specify the Maine registry identifier code assigned to the physician.

Use identifier type code = “SS” to specify the Social Security number assigned to the physician.

PD1-12   Protection indicator (ID-1, Optional)  00744

This field identifies whether access to information about this person should be kept from users who do not have adequate authority for the patient.  Refer to HL7 Table 0136 - Yes/No indicator for valid values. 

This field will be used by immunization registries to indicate whether or not consent has been given (or assumed) for record sharing.  It can have 3 values with the following meanings: 1) null, designated by “” (see section 2.6 of HL7 Version 2.3.1 for discussion of null value).  Null will indicate that patient/guardian has not yet been asked to give consent to share or has not responded; 2) Y - sharing is allowed (patient has given consent or consent is implied); 3) N - sharing is not allowed (patient has refused consent).

For registries with required consent (e.g., California), the suggested default value for this field is null (““) to indicate that consent has not yet been requested or received.  For registries with implied consent (e.g., Georgia), the suggested default value is "Y" to allow sharing unless the patient specifically refuses consent.

PD1-13  Protection indicator effective date (DT-8, Optional)  01566

Effective date for protection indicator reported in PD1-12.  

DT data type format: YYYY[MM[DD]]

NK1 – Next of Kin/Associated Parties Segment

The Next of Kin (NK1)/Associated Parties Segment contains information about the patient’s next of kin and other associated or related parties.  This segment is optional.  Supported fields are described below.

In order for a next of kin record to be accepted into the Maine registry as a responsible person record, both a valid last name and address must be present.

Table 2‑7:  NK1 Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	2
	48
	XPN
	O
	Y
	
	00191
	Name

	3
	60
	CE
	O
	
	0063
	00192
	Relationship

	4
	106
	XAD
	O
	Y
	
	00193
	Address

	5
	40
	XTN
	O
	Y
	
	00194
	Phone number

	20
	60
	CE
	O
	
	0296
	00118
	Primary language

	29
	80
	CE
	O
	Y
	0222
	00747
	Contact reason


NK1-2   Name   (XPN)   00191

This field gives the name of the next of kin or associated party.  Multiple names for the same person are allowed, but the legal name must be sent in the first sequence.  If the legal name is not sent, then the repeat delimiter must be sent in the first sequence.

Components:  <Family Name (FN)> ^ <Given Name (ST)> ^ <Second and Further Given Names or Initials Thereof (ST)> ^ <Suffix (e.g., JR or III) (ST)> ^ <Prefix (e.g., DR) (ST)> ^ <Degree (e.g., MD) (IS)> ^ <Name Type Code (ID)> ^ <Name Representation Code (ID)> ^ <Name Context (CE)> ^ <Name Validity Range (DR)> ^ <Name Assembly Order (ID)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)> ^ <Professional Suffix (ST)>

Subcomponents for Family Name (FN):  <Surname (ST)> & <Own Surname Prefix (ST)> & <Own Surname (ST)> & <Surname Prefix From Partner/Spouse (ST)> & <Surname From Partner/Spouse (ST)>

The components supported are:

1.
Family Name (Surname subcomponent / Last Name)

2.
Given Name (First Name)

3.
Second and further given names

NK1-3   Relationship   (CE)   00192

This field defines the personal relationship of the next of kin.  User-defined Table 0063 -Relationship gives suggested values as defined in HL7 Standard Version 2.4.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

NK1-4   Address   (XAD)   00193

This field lists the mailing address of the next of kin/associated party.  Multiple addresses for the same person may be sent in the following sequence: the primary mailing address must be sent first in the sequence; if the mailing address is not sent, then a repeat delimiter must be sent in the first sequence.  If there is only one repetition of this field and an address type is not given, it is assumed to be the primary mailing address.

We recommend using the USPS format for recording street address, other designation, city, state, and zip or postal code (available at <www.usps.gov>).  When sending multiple addresses, the appropriate type code must be indicated.

Components:  <Street Address (SAD)> ^ <Other Designation (ST)> ^ <City (ST)> ^ <State or Province (ST)> ^ <Zip or Postal Code (ST)> ^ <Country (ID)> ^ <Address Type (ID)> ^ <Other Geographic Designation (ST)> ^ <County/Parish Code (IS)> ^ <Census Tract (IS)> ^ <Address Representation Code (ID)> ^ <Address Validity Range (DR)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)>

Subcomponents for Street Address (SAD):  <Street or Mailing Address (ST)> & <Street Name (ST)> & <Dwelling Number (ST)>

The components supported are:

1. Street Address

2. Other Designation

3. City

4. State or Province

5. Zip or Postal Code

7. Address Type

9. County/Parish Code

Only one repeat instance of address is supported.

Address Type is defined in HL7 table HL70190

NK1-5   Phone number (XTN-40, Optional, Repeating)  00194

The next of kin/associated party’s personal phone numbers.  All personal phone numbers for the next of kin/associated party are sent in this sequence.  The first sequence is considered the primary number.  If the primary number is not sent, then a repeat delimiter is sent in the first sequence. 

Components:  XTN data type format and components: [NNN] [(999)]999-9999[X99999][B99999][C any text]^<telecommunication use code (ID)>^<telecommunication equipment type (ID)>^<email address (ST)>^<country code (NM)>^<area/city code (NM)>^<phone number (NM)>^<extension (NM)>^<any text (ST)>

The components supported are:

1. number value

2. telecommunication use code

3. telecommunication equipment type

4. email address

This field is used to report the next of kin’s primary phone number, their fax number and their email address.  The separate values are determined using the telecommunication equipment type sub-component.  For email addresses, the telecommunication use code must also be present.

The patient primary phone repeat instance must use telecommunication equipment type “PH”.

The patient fax number repeat instance must use telecommunication equipment type “FX”.

The patient email address repeat instance must use telecommunication equipment type “NET” and . telecommunication use code “INTERNET”.  Note the actual value is in piece 4 instead of piece 1.

NK1-20  Primary language (CE-60, Optional)  00118

Next of kin's primary language.  Refer to User-defined Table 0296 - Language (ISO 639) for suggested values.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

The Maine registry uses the patient language field to determine which language to print reminder/recall notices.  Only the languages supported for this purpose will be accepted as valid values.  The standard HL7 language code from HL7 table 0296 is expected and will be translated to the proprietary code used by the registry.

The text and coding system components can be provided, but only the code will be validated and stored.

The languages supported and their ImmPact2 translation values are as follows:

Table 2‑8:  Supported Languages and ImmPact2 Translation

	HL7 Code
	ImmPact2 Code

	EN
	ENGLISH

	ES
	SPANISH

	BLU
	HMONG

	SO
	SOMALI

	FR
	FRENCH


NK1-29  Contact reason (CE-80, Optional, Repeating)  00747

This field identifies the role the next of kin/associated party plays with respect to the patient.  Immunization registries may use this field to indicate the next of kin/associated party who is designated to receive reminder/recall notices, if applicable.  This field may also be used to indicate the next of kin/associated party who is responsible for the patient’s care.  Refer to User-defined Table 0222 - Contact reason for suggested values. 

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Only the identifier code is extracted.  This code is used by the Maine registry to determine whether the responsible person should receive reminder/recall notices.

RXA - Pharmacy/Treatment Administration Segment

The Pharmacy/Treatment Administration (RXA) segment carries pharmacy administration data.  It is a repeating segment in the VXU message and can record an unlimited number of vaccinations.  The RXA segment is required.  The supported fields are described below.

Table 2‑9:  RXA Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	2
	4
	NM
	R
	
	
	00344
	Administration sub-ID counter

	3
	26
	TS
	R
	
	
	00345
	Date/time start of administration

	5
	100
	CE
	R
	
	0292
	00347
	Administered code

	6
	20
	NM
	R
	
	
	00348
	Administered amount

	7
	60
	CE
	C
	
	
	00349
	Administered units

	9
	200
	CE
	O
	Y
	
	00351
	Administration notes

	10
	200
	XCN
	O
	Y
	
	00352
	Administering provider

	11
	200
	CM
	C
	
	
	00353
	Administered-at location

	15
	20
	ST
	O
	Y
	
	01129
	Substance lot number

	16
	26
	TS
	O
	Y
	
	01130
	Substance expiration date

	17
	60
	CE
	O
	Y
	0227
	01131
	Substance manufacturer name

	18
	200
	CE
	O
	Y
	
	01136
	Substance refusal reason

	19
	200
	CE
	O
	Y
	
	01123
	Indication

	20
	2
	ID
	O
	
	0322
	01223
	Completion status

	21
	2
	ID
	O
	
	0323
	01224
	Action code-RXA

	22
	26
	TS
	O
	
	
	01225
	System entry date/time


RXA-2   Administration Sub-ID Counter   (NM)   00344

Starts with one the first time this medication is administered for this order and increases by increments of one with each additional administration of medication.  This field can be used to record dose number for a particular vaccine series and product, if applicable.  When the vaccine product administered is part of only one vaccine series (e.g., DTaP, MMR, etc.), a single digit number representing the series dose number should be entered.  When a combination vaccine covering more than one series is administered, use the OBX segment to record dose numbers of various components as demonstrated at Section 7.3 of this document.  If a vaccine is offered to the patient and refused, the number 0 should be recorded for the dose number in RXA-2 (see RXA-18 for recording refusal reason).

Since RXA-2 is a required field in HL7, registries who choose not to record dose number should enter “999" in this field.

RXA-3   Date of Administration   (TS)   00345

This field records when the administration is started.  We use this field to show the vaccination date.

Components:  <Time (DTM)> ^ <DEPRECATED-Degree of Precision (ID)>

This field should be populated with the vaccination date.

RXA-5   Administered Code   (CE)   00347

This field identifies the medical substance administered.  If the substance administered is a vaccine, CVX codes should be used in the first triplet to code this field  (see HL7 Table 0292 - Codes for vaccines administered).  The second set of three components could be used to represent the same vaccine using a different coding system, such as Current Procedural Terminology (CPT.  The most up-to-date version of the CVX code set and a mapping between the CVX and CPT codes are available on the CDC/NIP website at <http://www.cdc.gov/nip/registry/cpt.htm>.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The primary Identifier code system is CVX.  The Alternate Coding System is CPT.  Both can be accepted.  The codes are validated against a list of valid codes in the Maine registry.

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Only the identifier code is extracted

RXA-6   Administered Amount   (NM)   00348

This field records the amount of pharmaceutical administered.  The units are expressed in the next field, RXA-7.  Registries that do not collect the administered amount should record the value “999” in this field.

RXA-7   Administered units   (CE)   00349

This field is conditional because it is required if the administered amount code does not imply units.  Must be in simple units that reflect the actual quantity of the substance administered.  It does not include compound units.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

•
Identifier

RXA-9   Administration Notes   (CE)   00351

Free text notes from the provider administering the medication.  If coded, requires a user-defined table.  If free text, place a null in the first component and the text in the second, e.g., |^this is a free text administration note|.  Immunization registries may use this field to record information that is not found elsewhere in the message; e.g., indicate the source of information for this immunization record or, more generically, whether the immunization being reported has just been administered (new) or came from other records (historical).  Refer to NIP-defined Table 0001 - Immunization Information Source for these codes.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Both a coded value and a free text value can be represented as described above.  1 code and 1 free text comment can be accepted.

RXA-10   Administering Provider   (XCN)   00352

This field is intended to contain the name and provider ID of the person physically administering the pharmaceutical.  This person (the “vaccinator”) should be listed first.  In addition, immunization registries may desire to record the provider who ordered the immunization (the “orderer”) and/or the person who recorded the immunization into the registry (the “recorder”).  These persons may also be listed.  In order to distinguish between these persons, the following identifier type codes should be used: VEI - for vaccinator employee number; OEI - for orderer employee number (Note: The person identified by this code should be the same person listed in ORC-12, Orderer, for those systems that use the ORC segment); and REI - for recorder employee number

Components:  <ID Number (ST)> ^ <Family Name (FN)> ^ <Given Name (ST)> ^ <Second and Further Given Names or Initials Thereof (ST)> ^ <Suffix (e.g., JR or III) (ST)> ^ <Prefix (e.g., DR) (ST)> ^ <DEPRECATED-Degree (e.g., MD) (IS)> ^ <Source Table (IS)> ^ <Assigning Authority (HD)> ^ <Name Type Code (ID)> ^ <Identifier Check Digit (ST)> ^ <Check Digit Scheme (ID)> ^ <Identifier Type Code (ID)> ^ <Assigning Facility (HD)> ^ <Name Representation Code (ID)> ^ <Name Context (CE)> ^ <DEPRECATED-Name Validity Range (DR)> ^ <Name Assembly Order (ID)> ^ <Effective Date (TS)> ^ <Expiration Date (TS)> ^ <Professional Suffix (ST)> ^ <Assigning Jurisdiction (CWE)> ^ <Assigning Agency or Department (CWE)>

Subcomponents for Family Name (FN):  <Surname (ST)> & <Own Surname Prefix (ST)> & <Own Surname (ST)> & <Surname Prefix From Partner/Spouse (ST)> & <Surname From Partner/Spouse (ST)>

The first repeat instance is used to extract the provider name.  A second instance or third can be used to extract the identifier assigned by the Maine registry or the provider physician’s social security number.

The components supported for this first repeat instance are:

1.
ID number (remote - assigned by entity sending the message)

2.
Family name

3.
Given name

4.
Second and further given names (middle)

5.
Suffix

13.  Identifier Type

The Identifier Type code in piece 13 should be set to “SR” in order for the remote system ID to be extracted correctly.

For 2nd and 3rd repeat instances, supported components are:

1.
ID number (local – assigned by Maine registry)

13.
Identifier Type Code

Use identifier type code = “PI” to specify the Maine registry identifier code assigned to the physician.

Use identifier type code = “SS” to specify the Social Security number assigned to the physician.

RXA-11   Administered-at Location   (LA2)   00353

Name and address of facility where medical substance was administered

Components:  <Point of Care (IS)> ^ <Room (IS)> ^ <Bed (IS)> ^ <Facility (HD)> ^ <Location Status (IS)> ^ <Patient Location Type (IS)> ^ <Building (IS)> ^ <Floor (IS)> ^ <Street Address (ST)> ^ <Other Designation (ST)> ^ <City (ST)> ^ <State or Province (ST)> ^ <Zip or Postal Code (ST)> ^ <Country (ID)> ^ <Address Type (ID)> ^ <Other Geographic Designation  (ST)>

Subcomponents for Facility (HD):  <Namespace ID (IS)> & <Universal ID (ST)> & <Universal ID Type (ID)>

The components supported are:

1.   Point of Care

4.   Facility

9.   Street Address

10. Other Designation

11. City

12. State

13. Zip

The Point of Care sub-component is treated as a (remote) facility identifier assigned by the system that created the message.

RXA-15   Substance Lot Number   (ST)   01129

This field records the lot number of the medical substance administered.  

Note:  The lot number is defined as the number printed on the label attached to the container holding the substance and on the packaging that houses the container.  If the substance is a vaccine and a diluent is required, a lot number may appear on the vial containing the diluent; however, any such identifier associated with a diluent is not the identifier of interest.  The substance lot number should be reported, not that of the diluent.

RXA-16   Substance Expiration Date   (TS)   01130

field identifies the expiration date of the medical substance administered.  

Time stamp (TS) data type must be in the format:

YYYY[MM[DD[HHMM[SS[.S[S[S[S]]]]]]]][+/-ZZZZ]^<degree of precision>

RXA-17   Substance manufacturer (CE-60, Optional, Repeating)  01131

This field records the manufacturer of the medical substance administered.  For purposes of transmission of immunization data in immunization registries, the MVX codes from the HL7 Table 0227 - Manufacturers of vaccines should be used.  

The manufacturer names and codes have changed over the years, and users are referred to the current codes that are located at www.cdc.gov/nip/registry/mvx.pdf.  However, please note that the manufacturer names given in the second component of the CE data type in our examples continue to reflect the correct name and code at the time the vaccines in the example messages were administered.  

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

For this field, the manufacturer code and manufacturer name are treated as if they were separate fields.  Both are extracted and stored.  If a code is not present, the name will still be extracted.

RXA-18   Substance refusal reason (CE-200, Optional, Repeating)  01136

When applicable, this field records the reason the patient refused the medical substance. Any entry in the field indicates that the patient did not take the substance.  The vaccine that was offered should be recorded in RXA-5, with the number 0 recorded for the dose number in RXA-2.  See discussion at RXA 4.8.14.20 below.  Do not record contraindications and immunities in this field.  They should be recorded in OBX segments.  See discussion at 7.3 -- Observation Reporting Segments. 

If the vaccination is refused by the patient or guardian, this field will record the vaccine refusal reason.  See NIP-defined Table 002 - Substance refusal reason for valid values.

NIP-defined NIP002 - Substance refusal reason (use in RXA-18)

Value
Description

00
Parental decision

01
Religious exemption

02
Other (must add text component of the CE field with description)

03
Patient decision

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Only the code is extracted.

RXA-19   Indication (CE-200, Optional)  01123

This field contains the identifier of the condition or problem for which the drug/treatment was prescribed.

Valid codes are taken from the table below:

Table 2‑10:  Adverse reaction code

	Code
	Description

	2
	Anaphylaxis or anaphylactic shock

	3
	Brachial neuritis

	4
	Any sequela (including death) of events

	5
	Encephalopathy (or encephalitis)

	6
	Chronic arthritis

	7
	Thombocytopenic purpura

	8
	Vaccine-strain measles viral infection in an immunodeficient recipient

	9
	Paralytic polio in a non-immunodeficient recipient

	10
	Paralytic polio in an immunodeficient recipient

	11
	Paralytic polio in a vaccine-associated community case

	12
	Vaccine-strain polio viral infection in a non-immunodeficient recipient

	13
	Vaccine-strain polio viral infection in an immunodeficient recipient

	14
	Vaccine-strain polio viral infection in a vaccine-associated community case

	15
	Early on-set HIB disease

	16
	Inadvertent autoinoculaton

	17
	Eczema vaccinatum

	18
	Generalized vaccinia

	19
	Progressive vaccinia

	20
	Erythematous or urticarial rashes

	21
	Post vaccinial encephalitis

	22
	Injection site reaction

	23
	Systemic reactions, e.g. immediate hypersensitivity, fever or muscle aches

	24
	Fetal vaccinia

	25
	Death


Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Only the code is extracted.

RXA-20   Completion status (ID-2, Optional)  01223

This field indicates the status of the treatment administration event.  Refer to HL7 Table 0322 - Completion status for valid values.  If the substance is refused, RXA-18 - Substance refusal reason should be valued as well.  The vaccine that was offered should be recorded in RXA-5, with the number 0 recorded for the dose number in RXA-2.  If the substance is not administered because it was contraindicated, an OBX segment may be provided to record the specific contraindication.

The value of an ID data type follows the formatting rules for an ST data type except that it is drawn from a table of HL7 legal values. 

HL7-defined Table 0322 - Completion status (use in RXA-20)

Value
Description

CP
Complete

RE
Refused

NA
Not Administered

PA
Partially Administered

RXA-21   Action code (ID-2, Optional)  01224

Status of record.  This field provides a method of correcting vaccination information previously transmitted with incorrect patient identifying information.  Refer to HL7 Table 0323 - Action code for valid values.

The value of an ID data type follows the formatting rules for an ST data type except that it is drawn from a table of HL7 legal values. 

HL7-defined Table 0323 - Action code (use in RXA-21)

Value
Description

A
Add

D
Delete

U
Update

RXA-22   System entry date/time (TS-26, Optional)  01225

This field records the date/time the administration information was entered into the source system.  This field is used to detect instances where treatment administration information is inadvertently entered multiple times by providing a unique identification field.  Under usual circumstances, this field would be provided automatically by the computer system rather than being entered by a person.  

Components: Time stamp (TS) data type must be in the format:

YYYY[MM[DD[HHMM[SS[.S[S[S[S]]]]]]]][+/-ZZZZ]^<degree of precision>

RXR - Pharmacy/Treatment Route Segment

The Pharmacy/Treatment Route (RXR) Segment contains the actual route and site used for immunizations.  This segment is optional.  If this segment is supplied it should be paired with and immediately follow the corresponding RXA segment for the same immunization.  

Table 2‑11:  RXR Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	1
	60
	CE
	R
	
	0162
	00309
	Route

	2
	60
	CE
	O
	
	0163
	00310
	Site


RXR-1   Route   (CE)   00309

This field is the route of administration (e.g., intramuscular, oral, etc.).  Refer to HL7 Table 0162 - Route of administration for valid values.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Only the identifier is extracted.

RXR-2   Administration Site   (CWE)   00310

This field contains the site of the administration route (e.g., left arm, right leg).  Refer to HL7 Table 0163 - Administrative site for valid values.

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

Only the identifier is extracted.

A08 Patient Update Message

The ADT^A08 message is used to add or update patient information.  It can be sent by the EMR to ImmPact2 in order to update a patient record in ImmPact2’s database.  It can be sent by the EMR when a new patient is added or an existing patient’s attributes are updated AND there is no corresponding change or addition to the patient’s immunization history.

Typically, in a hospital setting ADT^A01 messages are used to admit new patients and ADT^A08 messages are used to update existing patients.  Since these patient messages are being initiated by an Immunization registry and it is assumed the patient already exists in the EMR database, there is no need to make the distinction.

The segment and field usage for the supported segments is identical to that of the VXU message.  The only difference between the 2 messages is the MSH Trigger Event (ADT^A08) and the lack of the RXA,RXR segments in an ADT message.  Please use the VXU segment and field definitions to determine usage for the ADT^A08 message.

ACK - General Acknowledgment Message

The simple general acknowledgment (ACK) can be used where the application does not define a special application level acknowledgment message or where there has been an error that precludes application processing. It is also used for accept level acknowledgments.

For the EMR interface to ImmPact2, the ACK message is used to signal an application level acknowledgement.  Messages are processed by ImmPact2 in 2 stages.  The first stage commits the message content and performs field level validation.  For coded fields, this includes database lookups for valid values.  An ACK message is issued after this processing stage is complete.  The second stage applies ImmPact2 business rules and updates the ImmPact2 patient and immunization data.

The general default acknowledgment message returning error conditions has the following syntax.  

ACK                 General Acknowledgment                     HL7 Chapter

MSH                Message Header



2

MSA                Message Acknowledgment


2

[ ERR ]             Error





2

MSH - Message Header Segment

Please see the VXU message for a field level description of the MSH segment.

MSA - Message Acknowledgment Segment

The MSA segment is used to identify the other HL7 message being acknowledged and to specify the acknowledgement status.  

Table 2‑12:  MSA Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	1

2

3

4

5

6
	2

20

80

15

1

100
	ID

ST

ST

NM

ID

CE
	R

R

O

O

B

O
	
	0008

0102
	00018

00010

00020

00021

00022

00023
	Acknowledgment code

Message control ID

Text message

Expected sequence number

Delayed acknowledgment type

Error condition


MSA-1  Acknowledgment Code  (ID)   00018

This field contains an acknowledgment code.  Valid codes are given in HL7 Table 0008 - Acknowledgment code to indicate accept, reject, error, etc.

The Maine Inbound interface will issue Original mode acknowledgement codes.

MSA-2  Message Control  ID  (ST)   00010

This field contains the message control ID of the message sent by the sending system. It allows the sending system to associate this response with the message for which it is intended.

The Maine Inbound interface will always send an ACK message before reading the next inbound message so there should be no need to match the ACK to a specific message.  This field is not populated for ACK messages created by the Maine inbound interface.

MSA-3   Text message (ST-80, Optional)  00020

Text field that further describes an error condition.  This text may be printed in error logs or presented to an end user.  

MSA-6   Error condition (CE-100, Optional)  00023

CE data type field allows the acknowledging system to use HL7 Table 0357- Message error status codes to further specify AR (application reject) or AE (application error) type acknowledgments.  This field allows a coded replacement for MSA-3-text message.  

Components:  <Identifier (ST)> ^ <Text (ST)> ^ <Name of Coding System (ID)> ^ <Alternate Identifier (ST)> ^ <Alternate Text (ST)> ^ <Name of Alternate Coding System (ID)>

The components supported are:

1. Identifier

2. Text

3. Name of Coding System

ERR - Error Segment

Used to add error comments to acknowledgment messages.  If the message was rejected for functional reasons, this segment will locate the error and describe it using locally established codes.   Only the first fatal error is reported.


Table 2‑13:  ERR Attributes

	SEQ
	LEN
	DT
	R/O
	RP/#
	TBL#
	ITEM#
	ELEMENT NAME

	1
	80
	CM
	R
	Y
	0357
	00024
	Error code and location


Example:

ERR|PID^^3^ID|<CR>

This error segment shows that an error was located in the third field of the PID segment, where the patient identifier list (PID-3) was missing.  

ERR-1   Error code and location (CM-80, Required, Repeating)  (00024)

Identifies an erroneous segment in the message received.  The second component is an index if more than one segment of a specific type repeats.  For systems that do not use the HL7 Encoding Rules, the data item number may be used for the third component.  The fourth component (which references HL7 Table 0357 - Message error status codes) is restricted from having any subcomponents, since it is a CE data type and the subcomponent separator is now the CE's component separator.  

components:  <segment ID (ST)>^<sequence (NM)>^<field position (NM)>^<code identifying error (CE)>
3 Appendices 

Appendix 1 – Transport of Immunization HL7 Transactions

This appendix is a copy of the document “Transport of Immunization HL7 transactions over the Internet Using Secure HTTP” Version 1.0, September 17, 2002.  Authored by The HL7 Immunization Registry Task Force sub group on HTTP message transport; Joseph Rockmore – IBM Corporation, Andrey Yeatts – Scientific Technologies Corporation, Kevin Davidson – QS Technologies, Inc.

Introduction

This document discusses conventions that may be used to transport Health Level Seven (HL7) messages over the Internet using Secure HTTP (HTTPS). It is the intent of sub group to use existing standards wherever possible.  

Privacy

When transporting identifiable health information, the privacy of the information must be insured. Privacy may be insured by encrypting the message or transmitting the message over a secure channel. The HTTPS protocol, widely used for secure transactions in eCommerce, provides encryption and is recommended by this standard. The HTTPS protocol is defined in RFC 2660 (http://www.ietf.org/rfc/rfc2660.txt); however, we anticipate that commercial and public domain web servers and browsers will implement the protocol for these transactions and that immunization registry implementers will not be concerned with the details of the HTTPS protocol. If a secure channel (e.g. VPN or leased communications line) is available, the HTTP protocol may be used in lieu of HTTPS subject to local law and registry policy.  

Authentication

Health information messages state important facts about personal information. Because of this, it is necessary to provide assurance of the identity of party asserting the facts in these messages. Authentication provides such assurance.

Two authentication methods are proposed.

User ID/Password. An immunization registry will provide each of its clients (other immunization registries and data providers) a User ID and a strong password.  The client will present this User ID and password whenever sending transactions. Standards for User IDs and Passwords may be set by individual registries.  

The HL7 message will be digitally signed using X.509 certificates and formatted according to the S/MIME standard. X.509 is a standard of the International Telecommunications Union. 

Method 1 is considered primarily as a means whereby immunization data providers may authenticate with their state or regional registry. Method 2 is the preferred means for authentication between registries. However, either method is allowed in either situation subject to law and registry policy.

The sub group also recognizes that the complexity of implementing the digital signature may result in the User ID/Password method being the first deployed.

The S/MIME standard provides a structure to format messages that are digitally signed using an X.509 certificate. Encryption is an optional component of S/MIME. This standard assumes that encryption through HTTPS or other secure channel will be used, and therefore use of the encryption facility of S/MIME is not required.

In order to use S/MIME, both the sender and the receiver must obtain X.509 digital certificates from agreed-upon Certificate Authority(s). The presentation of a message from a recognized Certificate Authority insures the identity of the sender and the integrity and non-deniability of the message. It does not, in and of itself, determine whether the sender is someone the registry should talk to; each registry implementation must develop a means of determining which presenters of valid certificates have permission to exchange messages with the registry.

This document does not address the issue of obtaining or distributing digital certificates, but we note that this is a significant issue.

Transport Protocol for HL7 Messages over HTTPS when using User ID/Password Authentication

When using User ID/Password Authentication, application programs will contact the registry server by issuing an HTTP POST transaction with the following data fields:

· USERID – This is the registry-assigned User ID. Implementations must support User ID’s of at least 8 characters, including upper and lower case letters and digits.  Case sensitivity of User ID is at the option of the implementing registry.

· PASSWORD – This is the registry-assigned Password for the User. Implementations must support Passwords of at least 8 characters, including upper and lower case letters and digits. Case sensitivity of the Password is at the option of the implementing registry.

· FACILITYID - The Facility ID is as defined in Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard Protocol, section 2.24.1.4 for the MSH Sending facility.

· MESSAGEDATA – The HL7 message as ASCII text. The message must begin with the character string “MSH”.

The response content to the HTTP POST will be the appropriate HL7 message as required by Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard Protocol. The HL7 message will not be encapsulated in any way.

Transport Protocol for HL7 Messages over HTTPS when using Digital Signatures

When using Digital Signatures for Authentication, application programs will contact the registry server by issuing an HTTP POST transaction with the following data fields:

· FACILITYID - The Facility ID is as defined in Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard Protocol, section 2.24.1.4 for the MSH Sending facility.

· MESSAGEDATA – The Message content will be the digitally signed HL7 message formatted in accordance S/MIME Version 2 specification available at http://www.ietf.org/rfc/rfc2311.txt.

The response content to the HTTP POST will be the appropriate HL7 message as required by Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard. Message content will be the digitally signed HL7 message formatted in accordance S/MIME Version 2.

HTTP Version and Recommended Headers

Where possible, HTTP version 1.1 (http://www.ietf.org/rfc/rfc2616.txt) should be used for all client messages. 

When HTTP messages are sent, intervening servers may cache responses to improve overall network response. Because the messages discussed here are dynamic queries and updates, cached results are likely to be incorrect or out of date. HL7 query ids should be unique and so should not be cached, but to avoid any possible interaction with caching servers, the no-cache directives should be used in all HTTP headers. In HTTP version 1.1, these take the form:

Cache-control: no-cache

In version 1.0, the equivalent is:

Pragma: no-cache

Registry Server Lookup service

Both public key infrastructure and registry-to-registry communication require a lookup service to link registries with their public keys and http addresses. 

Such a lookup (or directory) service should provide sufficient information to a client that the client could adequately determine the likely authoritative registry given address information in an HL7 query message or “other previous residence” address hints.

The information returned should include addresses for the HL7 HTTP server and human technical contact, and the public key used to communicate authentication messages to the registry.

The search information schema should include for each registry:

· A printable name for the registry (ex: Arizona State Immunization Registry)

· The country the covered by the registry’s domain of service (ex: USA)

· The state the registry’s domain of service covers (ex: AZ)

· If the registry is not authoritative for the entire state:

· The list of counties the registry is authoritative for (ex: Maricopa)

· If the registry is not authoritative for the entire county, or if there are cities outside the jurisdiction of any county for which the registry is authoritative:

The list of cities the registry is authoritative for (ex: Chandler, Mesa)

The returned data for a matching registry should include:


The HTTP/HTTPS URL for the HL7 service


The X509 public key for the service


A human technical contact email address


A human technical contact telephone

We recommend that an authority within the Immunization Registry community maintain a web site containing a directory of immunization registry HTTP servers by state, containing the URL, contact person, and phone number. The web page will be designed to be friendly to automated HTML parsers.

or

We recommend that an authority within the Immunization Registry set up an LDAP server to provide the URL, contact person, phone number and public key of each immunization registry HTTP server.

Batch Uploads via HTTPS

When batches of HL7 messages are sent via HTTP, they should be combined according to the HL7 Batch Protocol as described in by Implementation Guide for Immunization Data Transactions using Version 2.3.1 of the Health Level Seven (HL7) Standard Protocol . Batch uploads use the same specifications above, except that instead of the messages starting with “MSH”, batches start with “FHS.”
Reference Implementations

The working group proposed the creation of reference implementations demonstrating the protocols described herein. The purpose of the reference implementation is to provide examples that may be used as starting points by registry developers in implementing the protocols in this standard. The following are general principles for the reference implementations:

· The reference implementations shall be open source.

· The reference implementations should avoid, to the extent possible, registry-specific business logic, and should concentrate on the protocols.

· The reference implementations should provide simple interfaces for authentication and message logging by external routines to be provided by the specific registry implementers.
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